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g 37geY P! Apple Business Manager ¥ HIT & &1 31JATT ST €, ST 319! 3707 AT & Wik
T8 fSargd waeA (MDM) & faT Apple-gies fEarsal & Amic &I Warfeid &, W farsal & fag
@de TIe 3R wEfad B, 397 3uAITebaisi & felg Heifeid Apple @Td g 3R Fdfed darsi & feig

T 3ueBR deh Uga el AT T 2|

B <& 377U 319 TRYT H Tds MDM FHTETH (3&TeR0T & iy, fhalt gefta-uat SaaR ) [af oA en drfds
3770 39 HaT & Fiurail 1 30 o< Jh| MDM HATHH 31MdesT Apple-sies feargdl ol iR, femia 3k
TEad T H T&H §91dT 81 31f8d STHBRT & @y https://www.apple.com/business/resources/ <&

1. ofpmeng
3 ey § 579 i 98 378RT # forar Sre:

“HGTATYP” T 31 § T F BHARY AT MY FHARY (31 JaT Fardn) 5= @11 Yee F FarsHl & fag
JaT H STIeT T &, 3aTe0T & felv, IR BT Y&eH &A1, MDM WTaeT JfeT 319als 63T, 319k @Td H fsargdq

“3igeer” o1 31 € I8 Apple Business Manager 3g|

“Apple” &1 31 TG B, 519 9 b sw 372 fAfdse 7 fasar mar &) (%) Apple Inc., 5 {3 =gef
Rept Tfgd Tgerd I 3tReT § HErHT & fiy One Apple Park Way, Cupertino, California 95014, U.S.A.
# fga €; (@) Apple Canada Inc., ST fo5 FATET a1 396 &1 3R IJufaal § Rd Twemi & fag 120
Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada ¥ 22 &; (7T) Apple Services LATAM LLC,
St fos AferirepT, Tear a7 &feror 3mReT, At fosat it BRfsars e a1 & (—ef Rept &1 Bleaw) W Tl &
feTg 1 Alhambra Plaza, Ste 700 Coral Gables, Florida ® R ¢; (8) iTunes K.K., S fds SiTam # Tt
% faw Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-6140, Japan ¥ e €; (§) Apple Pty
Limited, S 3 it Tufar, & 3R dag afieR afed sirefear 3R Jeficls ¥ TRemt & fav 20
Martin Place, Sydney NSW 2000, Australia # & &; () Apple Services Pte. Ltd., ST &feior Bifar
& TeMT & fdT 7 Ang Mo Kio Street 64, Singapore 569086 ¥ fRad &; 3R (8) 29 ST 2025 ¥ YT,
Apple Retail UK Limited S fos garges fosmed # |l & feiw C/0 Tmf Group 13th Floor, One Angel
Court, London, United Kingdom, EC2R 7HJ # f¥&d 2 (S7) Apple Distribution International Ltd., 5t
6 37 It 3=y el ar & & TXFT & fog ot R A 78 € S0 a8 a1 vem & o1t 8, & fag
Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland & f&d g1
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“Apple JarG” &1 37ef 2 App Store, Apple Books, Apple Online Store, AppleCare, iCloud, Apple
Business Connect 3R & 31J&Y & d&d 31TUb 31feipd 3UANTHAT3T & fay 3uctees 31=7 Apple JaTT|

“Apple |TFATER” BT 372 2 0S, iPad0S, macOs, tv0s, vision0S 3R watch0S 3TRfET ey ATteder
T 5P PIg W STRIUBRT TLHIT|

“3tfiigpd feargw” &1 3712 & Apple-siigs fEarew S 3musks wific & € a1 3muds gRT fAdfad € o waa
3fogd IRTRatal a1 AT 3TANTEAT GRT 39T & farg A1fia fsar mar 2 3R S Jar & 39 & fag
I 81 IeE A g9 & Ay, 519 a6 fds Apple gRT faifeia wu § genfd 7 & S¢ 3k ot farsw dar 7 s
S & Qg 7 8 a9 de bt et & afdid w@ifia aTel fSargd (S, "BYOD" fSarsw) &t Jar & M &
B H gdferd feared gei (S, fearsy Amied AfErd & A1 BIfhTR) § AHifdd P Bl 37gAfd T8l 2

“3tfiigpd IuaNTHar’ I arcrd (i) 3mue TRAT 3MR/AT (i) 37U TRAT B gaer AT 39Sl B9 I gof
W arel FerIes Hufal, Al @ 8, & ARt 3R ey HHart (@1 Ja1 Jardn) I 21 afe 3 Tb
IIATA &, AV "3Nfeipd IuATHdr eree ¥ yHTfoid fafdseas, Tehid fafdaas 3R famfAferm Wt enfia €)|
Tedl & T 39 3Ry &Y Febd & 3R Apple 3707 fIIBHEAR 310 T ITANTHRATT B "31feipd
IUATRAt & B K MfHcT B Y WhBII < TehdT &; 8T, Apple P gd foifera Tenfa & oA fasedt 3=
g&f T 59 GRUTT H 2nfiet T& fasar stra|

“ehee” BT 31ef B VT BIS WY e AT THBRI S Apple Y Volume Content 2rdf (SRY App Store d ¥)
P HTHR HaT &b T YT P BU H ATSIH T ST FebaT & AT AT b STT Fepa &1

“3rgaes FHTARY” 7 3712 VI Afeidl I 2 N et [pra d1 3R & IR-faerd & & 3R W B & 8 af
JATT e R & 3R 576 ury Fepra Y fAsft goaT da-idht yomferal (SRY VPN) 3iR/ar Rfera wifde
RERY (SR BTRe Jawmsit e S5 ugd) deb 31afe 3uanT H ugd gt 21

“feargw Amic AT’ F1 312 & Apple-sise fEarey & forg AT oY Ja1 & WIT & U § FBIFHER 1R
vefed fosar ST Tabar 2, foaw fEared & v wRfTe ATHieT varg 3R fEared & fIRAY &7, BihmReM
BT IR G917 TT MDM MBI bl b B bl AT ofiet &, fepT 581 dep WfAd 78l 21

“EEATASTIBRUT” T 372f & AB1eh! T 31T fAfAEer a1 STATdwia_oT St Apple 31TUeh! JaT & HaE B 39T B
AT T o gepar 1

“3ifdw IuANTRal ATSAT IgE” AT “EULA” &7 373 € Apple ITHRIR & fAT ATTedR dTeds 3qey
e 31k ordl

“yeiftid Apple @Ta/Imal” &7 31ef § Tab 3uaTehdt @rar (S dugvr, deier, Ay 3R Juds onfid &,
Aifds I 581 b TIHd 781 2) foRY 3179 JaT & 3UANT & ATH F TA1d 3R Ewrg o 2

“MDM H&R” BT dTcqd 3T (AT 3TIHT AR I BRI B aTel JdT YSTdT ) WA dTet A1 Ffa degex
I 2, oI AT & W1 TR HA F g A1fed fosam mam 2
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“3qHd SR &1 a1 2 (@) afs 39 ared FAfar €, ar 31T 3ifeigd ared Staferm 3R yHTfora Jar
HITER; (&) AfE 31T Bled BifesT U 8, aF 31T ATH, SSHTd AT §i8 (3T V4T AT, $8HIG a1 §is fSeT
fiea a1 fA4=707 396 UG 2) & 3idria Gerfeid glea Fufaar, 4t (M) afe 37 sifded fSarsg w ufddfea
U9 HIs § U e dd € (3aTeR0T & oY, PIE uise-3iTh-3e JardT T iPad TR 379HT VO-31THTRT YTa
iRy féwia T B), 31Tudh T it 31fodd fSarew R ufddfod V0 Ag ¥ U QU &1 30T 9 R €1 §9%6
37cTTa, U et i 9 I Apple Developer Program eTgdig 31ga (S Custom App o faavur) & 2rdf
F IR fawfad 3R fGala far ST anfey| waear & oy, 3md 3R &% ¥ad & 3R Apple, IWIad
IUURT () 3R (W) N Uge T AN B THA 377 T3t Y Il & AahdT &; BTelich, Apple &Y Id faifEa
Teafd & 51 57 uRureT ¥ ®1 3= A enfier 7€t fdar srerm

“3IHd IYANTBAr’ BT 378 € 319 AT (HPrr &b BHART 3R 3T HHAR |

“IferiTd 8P’ A ITc0d VW 3T A & ST 3T fohd) fard Bt Uga & o foiv 3fd w0 I fasar o
HebdT & S 89 3 &b dad J( & (=0 # 2|

“yfadfed Y wis” o1 31ef & 519 fbadt Apple-siss f3ared oF Ja1 & Arerw § gAdfard 3R BiER far
ST &, S 1 (op) feared TrTferd U & @i 8IdT & 3R Yfered?M W Udhel Tfteiche[ | e &1 ST & 3R
ol 310 ITRAET fRen Prigmar % UgaT T8 S Tobar &; a1 (W) farew & 3ifdw Iwaimeal gry
Haferipa T&1 foar T FebdT & (ATERT & oy feared T Mail VT &I Afertd shefelae & e
PBIFHRA F Ufdefad Bt 8, Afaxd Apple TTd & A1 App Store I &de YTt A&l fdsaT ST e &,
i) |

“Far’ o1 372f ¢ TrTfeld AiaTed fSarsy eE ATHiRA, e BT 3fOuguT 3R y&vH, ydfeid Apple @rdl &1
fAmfor, 3uaT 37k geeH, wEfda Apple &1 & F8T iCloud TN, a¥RITID @Td! BT 39ANT 3R 39 37
o gRe e 3= Fefad Jarsii & faw Apple Business Manager JaT (3R 3% BIs W 9edh, drRIGHAT AT
gfarems), foRr a9 uiéet 3R gadp 3idia war & T B Ht Jar a7 3udor onfie F

“JGT FETar’ BT ey foheit et ver | 8 i1 7 37ge P AT &b AR 3MIRbT 3R F JaT Y Bl o

“HR AHA? BT 31 8 3MMUBT ATdeTes Foft, Apple BT 3R Apple GRT UM Y Y ST BT IS
ST 37796 MDM HeR 1 JaT & 12 Usiiged 81 Pl 3gHfd T 81

“HI-MAFL” FT 372 § TS i1 gef 5 Apple BT 3R I F& BRI T &, SR 16 Apple B a1 & qraee
& G H ST P HHTET BAT AT FUeld BAT 31 UTedh JdT Y& BT

“3MM,” “3qepT,” 3R “HIAA” &7 37 37 Fawr § 2nfiet TeamT § 21 bt Y Teg ¥ w9 & foiw Iem
F T Iy & IHTd AfTBRI HT 9T HH F g 31fapd 2

B < I 3119 Yeb HaT HeTdT 2, A1 31T9eh! 30 T P HIL 57 3 W SEAER B 81l foiaeh H1ef 3119 B

P Te B T 3TYh! Teb HdRLATID b B H SiTeT a1, wifes g e it 3ifeiged fearsai o1 warHt & deim 3
37eiged IURANTRAT3AT bl U faTed faaRa oy Bl AISHT T I8l 7, 3 39 JdT N ATHIR BT el |
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2. qar EFHATY

2.1 Ja1 1 39AT

JT BT IYANT B B 2k & B H, WA WHBR BT & 3R Terd ¢ fob:

(e) T Y HaT BT 3UANT Bad 59 T gRT T BY I 37FAd 38231 3R T F 3R Tt sl 3R
T % 31FAR B BT 3ART &, ST Jar 1 3w R T 32T F TR & T 1] 3maedesaryg 3R
SEATASTEOT I &, S g1 dep TIfHd T8l &

() TR P JaT (3T 39 AT M) BT 3T et WY TResTLAT, 31gfard, 3rgugad a1 3rdy fafafer & fag
H B 3Afd TE &

(1) AT BT et 3Tfeipd ITANTHBAI3I 3R ITAA ST gRT 3GANT & ¢ 31faigpa fearsal &1 geivA
B P T JaT BT 3UANT B B 3A B, A gar B A Redta & A A8 ([@ara swb 5 ag
3T TR B Y ARG & S B) 3R WA O IwANTedisi gRT ifgd fearedt & wmit 3uam & fay
SHBRT Tl &AT e & fds I8 89 b & Tfd &1 €

(&) TRATT 379 1A T (3R 31gAd Fepr 3 fasadt it 3R 3uaimTepal) gRT Jat & It 39T % foig
oIR8 3R 30 1A BT gRT 6 7 BIE WY BRATS TR gRT Bl 7€ 7 SIrert 31k T (3ot
3gHd A & srfaRem) O i BRarsal & fav Apple & wfd fomieR g

(8) T 379 7fOTd IuATRArsi 3R AT 3uATadis I 3197 31feigd fSarsal &I e & & fag
W 3geae ANfUBR 3R TEAfd Ured e S 13 e srgfa & e &

(<) TRATT DY T & AEAH F AT BT Pl BRI 3R Yaftid i b1 37fHBR BN 37K e & IuAN &
AT ot @1 raf T ITer ot B,

(®) wefdd Apple @Td g9 & T 31k Apple @1 Teiftid Apple @l & fog TdT TaH e Y 31gAfd &3 &
oY (eaferimrd SeT &1 39T 3R IR Afed) M STel 3792 & 3797 3feihd Iuamebars & |t
ATGeTDH ANfOPBR AR TEAfTAT UTed B,

(1) TR T H IRATYD] Pl SIS Hebdl &, dlfchT b dHl ST U eiferd LT P BHIRT AT 3
PHART Bl AT HIAM BT 3R I B B aTed AT YaTdT &, 3R TR T Uil Pl dbefel TTdT Jav 382a] &b
foiq St FapdT &; 3R

(i) AT T a1 BT IYGNT bl 3197 (3R 39T 37gHT FHPBT &b) 3ATdRS ATadTRice TR=Ie! 3R o1
TNfid 32eat & fAiw H Y AT & 3R 3X It ver (3rIAd IBTE &b 3ATaT 1Y "31FHd gh1S" TfRyTeT
BT ITURT (M) & Hdd ATt §) BT BIS fSared a1 aT YSH B BT AT T&l & S JaT GRT Fad & 78
Jar3ft AT STABRY & TTef Yhipd BT & AT IFBT AT 3aTdT & AT fobft Y aRe J JaT &7 3UANT Bt &, a1
ST 1 Apple gRT faifea wu  Jenfd & 8 21

2.2 P 3T IFAA IUANT TG

TR fasaft Y 3feiged adids A JaT BT @M &l 35T & oy Tewd ¢, o 31fdaR, Jeads amar w aver
ST AT GHTGATYUT IS 3TeATS BRAT 2AMfHC B AfdsT T8 81 deb AT T&l &1 TH B BT B1g Wi Jar
Apple 3R 3TF ATSHTIRS] F USRI BT Ie@ied &1 TR 39 ey # W BU I 3gAfd Gy 51 &
37T, fasett Wt et Uer BT @SS 8l & TbhaT &, o el FbdT ©, TS T8l B JobdT &, fhy W 781 <
T &, Ug WG!S TPl 8, 3ATed Tal o Aobd] &, [adRd el &% Aebdl &, BRE el B TabdT &, TTSAAART
T JaT YT b IUANT BT AT TET < FebdT &, AT 39T JaT (AT 39k Bt WY Teep) PY 3uaed T&l B4
Pl 21 IRYM 39 910 TR FeAd ¢ b a8 a1 &1 3uanT FAfdfad P 379die B, SBEAdrs B3, Uk
B, SHA B, TR B, JUEIT B T 39T 3T IR & fAT T8 B () Big it e s k-
BT, TRRATT B ATeT, HHeb! HRT, BIHPBR, HHEIHBR, 312, fBdl 3= Y STl W ATHAUT &
T, GUTRUE, TR AT ST B H IS AT 30T IS af; (i) Brs Wl e St fbat BpriiRise
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T 37 Fifged HUGT BT Ioce BT 8, IT fbdll ATIR I8, AT WfdSTHS AT 3170 HIfAPBHT 37TIPBR BT
Jeoied Bl &; (i) PrS W 3eImeT AT 3FfPd SHe e, faTod, YorR AH, Sib Hel, T AT T iy,
IR/ (iv) B W B foRam IR a1 BIE BRI BIg, WISe AT WITH A & ST T a7 fasalt 37 dreger
IR T EIENR &b AT HATA Y JHAH TgdH, AT R AT WA < & foig fewmme fag mg
81 $TP 3eATd], HIAM g8 d1d W Ht FeAd ¢ b a8 §8 qdT BT 3TN YIST B, WA B, THRTE B,
SHIER B, YHDY T T BT YgdH AT ATHI b T & 3¥arar febet 3R g o1 f@mar &= & fag
TE B, 3R Apple faset W OF ST BT 3RATBR AT AT B BT AUBR Jferd Y@adr & Ry et 3ma
T T eAferd &b ATH AT G DT YIBUT AT Tefd TR Tep=0T HIFT ST Febdl &1 FT Jar o J1 T gRT
T Apple TR AT foeft 317 Faftid Apple |TTedIR AT Hrenfid! gRT Hraff<d faset i geam, fefoiea
THIER, f3fSed fUPR UetH, TToT a1 YHTOMERUT dF ¥ geaaid Te wutt, a1 fasdt 317 &l T e
Jerd TE gAY 37R 3 b} 31Tg TR, AT Teant, faseit 31mga Tt A1 raafie Tgantt &
gfafafd (45 C.F.R § 160.103 W gfIfoid Y 1€ 2raf & 31ER) T TR T FardT a1 [ &, ar S
9 91d A HegHd ¢ b ag a1 & bl i wreep, e[ AT 3= fawm &1 3w fosdt WY “IRfeld wred
STHBRY” (45 C.F.R § 160.103 H GRS b1 7 2 & 31JHR) AT o7 BT &b ded THbeT TRy 8 Pl
A, U B, IERETG B3 T JATRA o b fAq T2 oo A fopat Y daids & 3udiT 7&f ¥, Sit Apple
DT G T Tl FeTar-val &1 ATaTdes TgdITi SH1Y AT 37T Hier Apple BT ol T YT Il
& I IAIY| 37 33y N Tee B0 A 7 7 By 70 3t sifaer grferd € 3R BIS 3y arsdy, favan
7 31faIR, e a1 fifeq, fAfearef, fadv a1 3muem Apple gRT W &l fT SIrd 21

2.3 &R AFA BT 39T

T Padd TXAE b MDM IR oI Jar & THifded 3 3R fSareq AmdieT AT BI 3delis & &
YIS & foeiq ek e BT 3TN & b fefq Hehd €, STl 3Afeigpd TN s 3R 31gAd 3ugTesd i
GRT TR B A Tk fbT ST W 31feipd fEareay o1 oy S| e 3797 ek Sl b febadt 317 Tem
BT Y[ AT TAMIART Tel B AT 379 JdT T&TdT Bl BISaR oot 31T TAT & H1ef AT 78] X b feg
TEHA 81 HRATT O TR e Pl JRET 3R MY 1 Rfgid 3@ & feiw 3fed 3umg 37 31k 38 3 B
P TEATT a7 & 3R 39H BSBTS 6 TS 81 IT TXAM & U IE A BT BRUT 81 b 39P ITef BSBTS Hl TS
21 Apple 3T fIIHTIAR foat Wt T7a TR 2as B IE AT 318 A BT AfOBR Jed I@ar 21 s96
31fafkem, T I8 gHeEr & 3R J8Hd © {6 519 dd fds MDM IR § e 737 IR A 8] e STraT &
T9 dh TR b BT A J S I TLLT bl JaT BT IYANT B bt &fFdT Tfad arit|

2.4 EULA & faam 3ik orf

JaT &b HIT & BY H, TR 3707 31fgpd ITATThdrsit 3R 3gAd 3wl & fedt fearey w am=
YRS TfRd2[ UfhaT & dTe¥ Apple HTHRIIR P fig I 3R 2rdf Y WBR A BT fabed I Febdl
B TRAT HAT <l g GfHT BT IGANT el Teb B Hebll & STel e HLAT ARSI 3Tagesdrsii & HeAd &r:
(ep) TRl o 31feipa UfAfAfE Y rfeipa Iuirerafait 3ik 3Ha JuimTerafait % fag U Apple TTHRATR T
qTeT 31feigsd fEares Bl feaia 3 J Ugel JaT a9 Wee W Apple ATFRRR P g EULA T WBR AT 8T,
(@) afe Apple FTHRIRR & fig EULA # gRad g3 2, df TR g9 91d W HeAd 2 fh 39T 3iftipd
gfaffe Jar 99 G R TR 3T qfT JdT BT 39ANT TR 3@ & g Apple F J@AT e @ O EULA
B G TNBR B | TR TR FBT € 3 516 a6 1 W EULA TBR T& o faT ST ag 39 Jar &7
3N A B Ferm T8 8, fSaH 396 MDM IR & rer 3rfafert 3rfeigsd fEarsat o st ot enfeer &;
() TR Ig FATRT B & Ay fomIRR & fb I EULA 31feigsd 3uammesaril 3iR 31gAd 3uaimasdisi &l
W& by ST 3R Y 31fEipd 3uaTedf 3R 3rHa IudTesal Apple TiteddR & fag EULA & fAami 3ik
2rdf I 31aTd B 31N 37PT 3T BT ; 3R
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(5) TR 37feighd STRAMTeai3l 3R STFAT 3UANTRT31T GRT Apple HTTRURR P ITANT o feiy 3Taeas Ferfd
T B3 o foiy foTeTeR 8 & foig Heva 21

2,5 fEarsw Tmiavor
TR O foait WY 1faigsd fearew &1 qH: T2 Jom fordh! feares Amics Afe Far & 3R a8 O fearsw
B G: I AT Y o R & It ger Y TR B F Uge 39 JaT A g F {7 TgHd B

2.6 e T

e § be BT ATIUEOT FeTled BU H 378 B ST & 3R HATUHT 3UANT 57 3aY b Hfdeell AR Far § ¢
3R T P 39T BT (AT & arett 2rdf (“Volume Content 2rdl) & 31 €1 31T 370 AT Pl
T IIPR YaT BRep 3R 32 B BT TR I P AT Ae JaT 3 ATz J $ee ad Ugd a9 & Tam
SMT Y Hebd &1 Volume Content 2rdf 3R g8 3rgeer & Wfdasil & 37iH, T8 Jar 19! fSargd sMrsTHe
P YA b 3faPpa feargdl I A1 ITANTRal IMEAHE 3R Apple @TdT HT 3UANT deb 31fapa
UGN AT 3TAT ITANTBATT Bl e 3Tdfed B W FafH SIdT 81 3mq U fodt WY Sor # s1fdpa
IuATTRATHT 3R e feaTgdl By VU TS PR Tebd ¢ (AT T¢I Tehd & AR T: 3T 9 Tehdl &) Tal
T QU 3 o T aRRad % 3nfT App Store TR AT 37T G B0 A 3T &1 T b Tael
37T FHEIA & 3R TEAd B1d & o U IR 13t gab I 31feipa 3udITeat a1 1A 3UAITehdl Bl 3TTST e
TR Ut o MERATRONT 81 ST 3R 39 g Bl I AT Y: 3RS H Ferm & erfr| it It @i 3iik an
2raf & 1UTe b T 319 G e ForiaR €1 3l 317 (31 3779 Haedes) HaT & HITT & U | dhee TRiad
€ a1 39 9o ugad € At 39 TeHd & o 3 i 319 rfeied Iuaesata 3R 3Hd SuaTTdata B 3R
J QT T 2rdf BT bR B BT AfBR B 3R 317 3% WiBR BYT| 319 FHSIA 8 3R Hedd 8 b Ig e
I goff I & W 3uctes TEl & ThdT 81 3119 9 I1d TR WEHd € fdb 31T 39 2l P dTeR AN & oy dide
&1 fafa 78 ST S 3y fars axd & 3iR 7 & I8 <o {3 3mass ur 9T R 1 JAfIBR AT & 2|
37T et WY &er & B AT dsde TTaTait g1 FAUfRa ufdel &t Sevie 7 e & fag wend &l

2.7 HARATYS T

3T 37U FARATIDR] GRT AT P Yo | 3TN & iy FqReTdds @id g1 Fhd @ oil T Apple gRT
FATYTAE FTdl P! JIT W ATS T8 AT & 3 81 T HaRATIH WA U (dfse IuATehd A7 3R
URIGS BT TATST 81 foIesT TaTfAed 319eRT 8ITI ST6 3110 HaTqd WA §Td & al 31T9b gRT 3UeTed ol
ST greit Jar & T B 3R Brdemdrg W @ral & @y gam 8 St 3R 39 g7 e @ral Bl
3T BU A e FA 3R &7 @l F Fay ¥ it 1fafafeat GRY dde Tl B 3afd &) & fav Feer
BI| 39 TNPHR B & 3R Tgud § b 7 WM @1dl BT 3UTNT e WTdT Y&u 38237 & foy Jar db
uga 3R e B F AT fBar ST T 2, S, TR 3UANT 3PS T B Ui R a1 37
Jam3fl TR YARIP (AT THEBET fFBT) & BU F 37T Apple Jar3it a uga iR weEfid wR & fAg G o
FhaT &1 TfE 3T BIS LTI WTAT 8Td & T 3P 3R 3MUF HaXATYH P IR VN FdRATID HTdl db
UgT TEl 21t 3R 377 WBR Bd ¥ 3R Teud 21 € % a8 BRars ufdady T8t & Jopdt 21

2.8 Wdftd Apple @ETd

T 3 Y 3R AASHHRUT B AR a1 S HIT F B9 § Uga 3R 30 & fAg 37 sifeigsd
3IYANTRAT3T & g JEfed Apple &Td §47 Wahd &1 31T I8 Aol o & Ay 3averdt € fas 3ues iftiga
IuATeRatat & foTg Jar Y BH- AT 3R wrfermdr gam B AQ 3R yefed Apple @rat F fmfor,
37T 3R e & g - G 31k srfermar Tam B S|
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st 31fEigsd 3TRTTaRdT GRT 3UANT & g Feifed Apple 1A 9 & fofg FAAfafEd STHEBRT & smaeadsdr
Bt &, foras SRy AT, TaTfad feesT, UrRias, SHT UdT (U 38231 & foig) 3R i HaR Sir aaferid et
oA 81 bl 81 3fEiged IUTTTBAT3IT b Wl bl Y& SV @ 3R 319 37feid ITANThd 31 & urFas
P AT IR I T A DI 37T §HT Bl ST 3@ b felQ 31T I8 STHBRT M1 3@ 21fey|
379 JEfed Apple WY BT Baet 37U ATARE AT AT FIAT WeNfidh! 38T & foig 3R Faet 3o s1foga
3IuANTRAf & foig € fewiia & & fav Tend €1 3T Wend € 3 31T 3o 31fogd IudnTadfa &
sifafer feet 37 & e wefeid Apple STl T AT T8l BT, 7 € 3 S, 7 & YAfdepa B3, 7 & g
R, T & UL WM, T € IUR N AT A4=IAT 37 dF Ugd Y A&l BT 37T 37 Ja1 ¥ Y&ifeid Apple @l
P 37&H P Thd &, [Heifed P Tbd & IT 8T Hehd & (3aTex0T & faiy, afe Big 31foga 3udimesdl Heerm
Blgdl 8)1 Apple 37Uk 3ftipd IUANTHATT &b fiy FATC ST Hed aTel Heifeid Apple @Tdl &Y F&T 3R
et @ & Tag 3feipa feargal B Twar B WA FA F1 3Af0eR JRfera I@dr 81 3ms 3ifeipd
IURANTRAT3I & foTg 31TUh GRT Term Y 17E JaT &b $© W] 3R Friemdr & fog eafaia Serafed sifafa
STHBRT T AT &1 Febdl 8, S fob FHferep|

& 37T 379 TARIP, HARATAD IT BHATRET DY TG 57 B P oY 317 Apple AT IUA RIS & T
37 FAEITAPT AT 37eiged ITANTHRAT3AT BT 377 Apple JaT3iT & fAT 3TTb HXATT Pl Usiiged B BT 1AM
Td B, AT 3779 USHaoT 3R Tudh 35031 & feg Apple Jam3il T 319 T 3R 3P HRMids AT 31fadhd
3uANTedt % wEfeid Apple @Tdl I Feg @fRITd 3T F IR H STHGR deb Uga 3R Fafeld B B gwfd
1 & fAT wemd &1 &1 377 Apple Jar3t &1 37 31feigsd IuaTaRdf & Fafad Apple @Tdl & Tag @rdl § ST
TG A B AT & P g o Tewd & 31k Apple BT 31muds 3iR/AT 31U 31foigd 3udNTeRdf % Apple
T 3 3TN &6 T N VY 32T BT UHTAd B, TUEH e 3R TAIMEd ¥ H1 3gAfd & & g +t Tgaa 2
3T g YAfId B & g foiieR 2 fas 31md 31K 31us 31fogsd SudnTesdt i eiftia Apple TTd & fag
I A AT BT 37U B &, ST 39 Apple FaT W TR € S 3179 3797 31fdigsa Iudimeaisil &l
TR ¥ Bl AR &7 §1 A 3Mu aveTes, Fate a1 FHARY F© Apple a3t e Ugd YT R &
dr Apple 31ads 31feigsd 3uRITRAr3T & ATl Apple JdT & 37 3UANT P IR N TR B Tl &l

2.9 A4 fAPr 3R A 3udhTEHar

S 319 Bl 2/df &b 31, 3gHT FHebra 3R 3rgAd 3udTesdt Heifed Apple @Tdl & 3uNT 3R GREAISH
DI BISH (519 deb fob Apple gRT 311UH H 3iR feif@d Bu § 377 § 33T 7 fdsarm T 2 3119 @d &
3icTid JaT BT QR B Hebd 81 31T AT G137 3R 3FA Uil gRT g9 31gay B odf &
3eeEA % foig T Apple & Ufd TRaRIT 811 AfE 39 (3T 3BT 3R I BRE B a1l JdT Yardn) Jar §
Apple-sieE fEaTer sived € S et 31Hd gapTE & anfiic & &, d 317 Apple ®Y wfdfAfeic xa € 3k are
A 2 1o 37gHd 3BT 7 31Tuep! N feared Sired & foiy sifeigd foam & fob 3mmuds ur 0 feares &1 faison
2 3IR 3TYP U 31Ad SB1E (3R SHP 3IAd 3UANThdT, Il o7 8) bl 31X F EULA DI WBR B Bl
BRI Apple & URT A 1fIdR Rfgrd & Jar et a1 rfemar iR FATG FuffRa o, o dwerm
379 37IHA SBTS (AT 3TFHA ITANTbAI31) Bl VeI IT IUANT & bl 3gAfd & FebaT & 3iR 3199 g 3198
AT fob 3170 3797 @Td F bt ot 31gAd ST AT AT 3TATTBal bl fosdt ¥ WA 370 fadegan ger <

210 3E<; WA F Ay IS guef T8

Apple feAT fosdt e & st it wwar e &t 1€ Jar (a1 39 fasadt W) i fawaria, 3=1d, fHeifad, §a ar
3T RN TET FBX T & 3R Apple W BRI BT TN A TR 3179 AT foodt It uel & fd avarit
TE BNTT1 Apple TR BT JaT I Faifad BIg Y 3798 3ucTa] I & foly areg &t el afg Apple 3muse
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IUCTE BT & 1 S e Pl 2rcf TH 37USTH W AN 81T, STaT eb b 37U 3 T1Y PIE 37T 37 T 8,
Y AT o 3 3rgay Y o Y Bt IS PIE 3ruee IucTer R ST1AT €, A 39 U Hrewd, Jarg ar
BRI B Tebelt & S Jar ¥ Hivjg Hrowd, Jarsit a1 sriemanit & =1 €1 Apple 9 Ja1 & fay #1g
IERETE, dPpIep! AT 370 FEIdT Y& B P olg ey 78l 21

211 qdg-vgr Aar werdr

TIRY AT FETdT BT IUANT B DY AT Bact aHt < STt € STa JaT FardT B JaT a6 Ugd 3R 3T
3T 39T 3R | 3R &7 2df &b AFTAR a1 ST7aT 8, 3R I8 39 3R HaT Jerdr & §ier b TRt
foifEd srgay & 3nfiF 2, SR &7 F 30 Apple & faw ufddurers iR Remce of Tt FufRa & 7
ordf & A & €1 Har & Fay § ot Y Jar werdr gR b ¢ febdt o BrRars 3R/aT 39 3gdy d 3=
B ATt foset WY rf bt 31T gRT s Tam 7ET SITe 3R O It pRareat (a faset W fAfseadn) &
AT Apple & Wfd 39 (a1 FeTdT & TTe-TT1e)) ITRERT 81| A JaT FaTdT gRT HY TS BIg HRaATS AT
fAfShTdT 3 31dY BT IowieA &) Aahd! & AT 3T PBIE JHAH TgaT Tebd! 2 d Apple 3TURY U JaT Harar
&1 3UYN §E P &b fofY Pe T 1R Frfard & 2|

3. W[ P i

T I8 Ufaffoe ST € 3R are < & fa:

() HXTT BT 3Afeipd UfdfATE (i) B I BH 376RE (18) Tt BT & AT IHbT 31TY 37U ATBR & H qawabdl
T BT 317 b SRR &, i MY 3Afeies 8 3R (i) a8 9T 3R A 59 3y § Yl B3 3R I Bl g9
37EY BT 2l 3R TR J BT B9 F gieH BT DR 3R WIHdR 3T &

(¥) 9 gy T JaT &b 3TAT (Apple HITIW Higd) & Fetl H FRIM gRT Apple (A1 g9 3ifeigpd
STANTRATT AT 3FAT IUANTHRAT3AT) P UG b 7§ TH STHBRT IdAH, T, Telp, FHT A 3R qof
BITY; 3R TR gRT Apple @Y W& &l TS STHGRT & e §, T W STHERT § ) WY geama & R
H Apple T gid Ffeid B,

() EeRIT 370 31feicpd fdfATe, e, Jem werarsil, 3iftiesd 3udiesdisil, 3IgHd ITANThRAis 3R 3gHd
TR GRT W o 3UANT 3R S 37gay Bl 2/ P I B FATRFHT T 3R 59 fag fSmTer e,

(8) XA JaT P Gy W GXIH, 39 31fepd gfd o), cazarae], Jar gardnsil, sifded 3uimears,
& 77¢ Tfdfafeal & feig @ @ 4 foiier g,

(5) Her T MYrar 31 SeT GRef B! (S AfRITd $eT &b JH™BIUT 3R UH 8T & Hard ITaTTH &b
et H AfeRidl bl Y& IR U e 3R IREE P 27 318l 2016 b [dFTHA (EU) 2016/679 31R Jd1 &b
39ANT 3R AfRATd ST Afed ST & 3UANT IT W8 & oy H el 95/46/EC ("GDPR") BT fRET &) 3R
1 P AW I STHBRT FATRHT R &b Ty T e Iaverd? 3ik foieR 2;

() TR AferiTd $eT J Faferd 3791 fdfafe & g foimier & (SR eaferima $er i Jram, ARt 3R
UET Y AT BT, A AT BT AT 3R BT THTIH F=AT 377T); 3R

(®) TRITT S 37 & dgd YR b 2Adf BT UTe BT AR 3Hb STl bl GJT BT

4. Jar magHari 4t 2af ¥ g™

Apple Tt Ht 7 JaT AT € 37eH BT AT BT d&ed FebdT &1 HaT BT ITANT STRY I@ P ey, TR B
379 37fgd UfdfAfer & Aream & g9 373y B 7S MaTDbarsil AT 2rdf Bl bR BT I 3R 374 HeAd
BHET BT TS 379 9 3MaABAT3N AT Al A TGHA T8l @ df JdT BT 3BT YA, IT 3TBT BIg Hl 1T,
Apple GRT FHcifeid a1 HHTC fdar ST HebdT 81 319 HEHA 81d & fob 39 R b T a1 2rdf Pl 3geh!

Apple Business Manager 3iq&itf T 8



BT soagiep B A TS ST Tapd & o fomT faseft imr & et afa oY fRfed &er a1 "Hewd &
T GHAM g7 R foies BT ofied 21

5. gifaqfd

W] BT GRT 37FAd THT a6 39 Apple, 30% feere!, eI, wHarial, Teaifial, wada Sivaey
3R 31fepa wfafifedt (e "Apple &ifdafd ger) @1 erfayfd & 3R gfRfed @ & fov Tend € 3k
Apple & 3R TR 3% Tt Wt 3R Wit aral, g1, STerial, &ifd, e 3tk @nrdl 3 s=rd & o fer fosd
T & aehiatt Bt BT 3R 3reTardt @ nfiet €, S Apple aifayfe uer grT g fog v € 3R fmfafea
H I et I 301 A1 39 Heifed €: () 8 ey W foby ¢ fosedt Y gwToM, @, i, wfdfAfaa ar
JRE BT 3BT Jewied, (F) JdT BT 3BT 3TN (SR 31T9d JdT TeTdl, ARATId, 31fepd IudThd,
3IHA ITANTRAT 3R/AT 3TAA SIS BT 3TANT A 2, WfsT 1 deb HifAd Tal 8); (M) 3feipd fsars,
fEarsw AmieA AT 31R/aT MDM TR & 34 3uANT, GRS a7 UeHH & dR § ®Ig | &rar, 59
3ifaw 3yaTeRal &1 grar enfiet B, @fds 31 do Wiffd 78 8; () 3rfudsd fSarsw, Aavemud @rdl, wdfed
Apple FTdT AT @5 3TR/AT JdT & BT 3T ITANT & WU, Yau 3{R/3T 3UAT & R H BIg | 7T,
o 3ifaw Ut & AT eMfAe 8, ifds 361 dds T & &; 3R/ (8) faiTd 2T % 3Tads 3uAT
T YauT &b R H PpIg WY aran| ot ot feaifd # 3 Apple & qd foifeia Teafa & faar fasdt qota uer &
T BIE FHGIAT AT QAT 3T TEl X b & it Apple & AfUBRT BT J{Tfdd Sar a1 aT Apple a1 fasait
Apple &rfdyfd Tar oI fseit 1Y aRE F ST T B

6. 3mafer iR gHIEA

S 3gaY BT 37afe 39 7 F Y it 519 3T 319 Jar # 39 3736y BT Ugel! aR WIHR BT 3R Apple
GRT 37T a1 TTd bl TRAies Jfshaor fafer & 1€ veb (1) s bl aRhies 3rafe & foig fawaia gt sae
q1e, § I B AT P AT TP AT P 3, $H oY Pl 37dfe Leilfeid B F iHb T (1) a9
& TAIq R &1 SITqht, 579 b fdb 39 3176t &b HFAR $ Uged WHIS T B AT ST1Y| Al 19 379 Herr b
AT Jar AHTRT T Tfshar G T8 Xd 8 ar Apple $ 31Ja 3R/ 3T9% @A BT HATG B Fbal &
HIE WY vt 39t Jfaur & fog, fsit W ot § ar f3AT fait BRT %, 2T 3T Y TATT IR ThdT 8, SN
feb 370 UgT b1 3t HHTK PR &b 37h YAIST bl feifard GerT & & ol (30) o are sarelt g

IfE 31T 59 31gaY & fosdt Y UTae T Ut A W fathet Y&d 8 a1 Apple Y HE & o 31ma fawer &1 g
%, T Apple 3797 fAIeTIAR 39! BIS FAT QU T, [+ B X FebeT &: (i) 3 ey 3iR/aA1 3779b
WA B THT B ThdT &; 3R/AT (ii) JaT (@1 39% fbt Wt D) e uga # Fcifdd = Tapar a1 A
JadT 81 Apple Tt Y Twr 3maest gfard oy famT Jar (am 3ads faset v a1 dde) by wenfod, fFAcifaa ar
g2 I BT bR FRfard I@dr 2 31K Apple U 31fHHRT BT J&NT B W 379 AT fhdt Idlg uer & dfd
IWRERI 78 N1 Apple 39 31Ja &l FHTE I B haT & IT Ja13i1 T 3TN B3 P 3P AfUBRI Pl
fAcfed ¥t &% TebaT €, M (F) 37T A 4§ afvla fasit Wt 7T 31gay P oraf T TR o § It |
; T (W) 319 T IS Y T AT ARy i1 3TIBT T AT YA BY I T BT €, AT 395 1
T T § # (STel "o @1 31ef derer 10.8 W uRMTfSe febar T &), 37 i ar & # wfdeut ar
3=y yfaee & 3l € a1 &) S € 78T a1 3 ¢ . 39 WNHR Bd & 3R FeHd 8 ¢ b 3 5w
I Bl FAIT T T B R § JdT % Yga N A& Tel 21 Tohd & 31X Apple 31U, 31T =TI,
37feigpd ITRANTRAT3i, STTHA FERAT3, AT 3FTHA IYANTehd i3 GRT JdT &b TP 3TN P ATegH J HUE ST
T TSR P Ugd BT FAcifdd HRA a1 3N g BT AfBR JFErd I@aT €1 39y e JaT & ot v
BT 3UANT B J Ul SXATASIl bl FHIGT BT ATV 3R 31U 82T 3R THBRT BT 3feId db-319 g7
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o1feql afE Apple U 31fUHRT &1 TN &eal & f a8 319 AT bt gdta ual & ufd Iarardt 7€l g ar
O et e A fAcies & aRuTTRaRed 81 atett faset Wi &ifd & foig Javardt 18t 811 S5 31gey &l
AT o g1e |t FHfefEd graem oy 38 e 1, Hee[ 2.9 T GERT B2, Y 2.10, Jeher 2.11 BT
GERT B2, AFeM 3, [ 5, TR 6 T GHIT 310, 3R [ 7, 8, 9, 3R 10.

7. anfea &1 3r&dBor

39 T BY F IR BId & 3R FgHd Bid & b AN BT GRT A HHT deb, JdT BT YT AT 354NT
B W 3THEAT AT HaT GRT AT 3HD HIEAH F UT b M fEaTsH a1 e a1 BrRIGHT, T YT SiITEH
IR g 3R HarsoTe oredl, Y, Felhdr 3R T & Haer § Yol SFIfEm 319 aqref 2|

AT P GRT AT 8 BT 31eipan FAT o, a1 It Ffeat & T 3R faft Wt JebR PF g’ & faar
"SIT 8" 3R "R 3T 8" b U H Y & Sl 8, R APPLE, $Hb fHeR(ep, 3ifeer, dHuRl, Hear,
sfegd ufdfAfe, Tole, di~aey, TAfdhdr, a1 ARRAHEdT (FARM 7 3R 8 & TAoH! & fog ITfed BU I
“APPLE” & %Y ¥ W) TdeanT IaT & ey ®, i wuee, fAfga a1 durfies andt 3k et &1 @ o ¢,
fSra siafifea arfear sikyar @R $ ord, Taraw Toram, fet A 32ea 3 fag fhetw, Tdiea, offd
37TE, oMY, 3R gdta-uer & MfUHERY &7 R-3edte A € Afds s b Wea T8l 8

Apple, ST JaT & 3TIh IYANT AT 37HE H QY & g BIg TRE T8l &ar & a1 ufafifera 7€ sxar 2 ar
TRATE e T @ fob Far A 2Nfiet B a1 BrafcHesdr, a7 3P gRT [AwaTfed a1 Yed JaTq, 3oes!
TLABATHT Bl QT BT, FRI&KT BirlT, FaT T 3ATUehT ITANT AT Helle HASTErd AT FfS-Herd eI, TRIfAT
1 AT B Step foaT SQIT, JaT B IueTe] HBAT STRT 7, T et Ht Jeftar var AR, Ufaidse,
T T AT d&f Jar3ii AT fsedt 3777 APPLE 3cdTal a1 a3l & |1 BRE Bt AT HITA g1, AT HaT o ATeH
I TUEIT T IR B TE PIE STABRT AT 3T TH, TR, ffdu’d, T&l e, 39 W P gHell A&l eI, 86
TET s ST, 396 WY EXANT &I eI AT fat 377 GReAT S BT fABR TEN e 3T WEAd § b
FHY-THY W Apple 39! Gfed Y f&AT 3rfAfesd srafar & foig 7 Jar ®Y ger T ¢ a1 fsdt t wmg
34 Ja1 B HeNfed, fHedfed, ¢ a1 3g B FobdT 8|

19 7 it bR &R & fob g Jar 37 aRfEfaal an aRael & 3w & fag sfive a1 suge T& &, ser
3T JaT GRT T TP AT A e {31 7T dée, et a1 GaAr HY fawetar ar amg b &8, ar Ffear ar
I, g, Afarimd @ive, a1 TR mRes a1 yafarvita eifd &1 BRoT a7 Todt &, o faar fast g
& TRATY] Gfaursdl, faue Afaied a1 GeR gonfadl, gars ardrard =0T, Sfiad 386 gote, a1 gfRr
ENIERIEIRCIGE GRS

Apple 3T Apple & 3iftiged TfdfAfe gRT <t 7 D1 i Aifee a1 fefad STHART a1 Hellg 99 ey § W
BU  3fecifEd aret &1 FAnfor 78 uft afe a8 Jar Awqof aifed gxdt € ar 3ma ;i sracas |fdfa,
RO a1 GUR BT g 1Ta a8 B3|

8. I & i

BT GRT Afdeifera 7 8 bl T dab, faseit Y fR2fd § Apple @farird dte, a1 fosdt 3mepfeies, fad, swcier
a1 gRoTTHY effd o St 8, for famm I, @y & o Y aifd, 31 a1 STHBRT B BRI a1 aifd, P
Wt ST AT STHBRT BT YHRUT B | fItheldT, STadTiRies STHT T 39 31ga 3iR/AT JdT & 3119 3ugIT a1
YT B PI 3M&HAT A 3cq~ PBIg 3717 ATfuifFies &ifd a1 g1 & feiq 3averit 781 17, Wel €t Apple &l
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O gifcat &bt GHTeHT B IR W uRTHEf T T 81 AT a8 38 Ufd STRed g 3R 3tRaT & gid (P,
7E, AT 37=72MT) & d1aS]g, 3R Hel & Apple PI U aifaal BT 9Tt & aR H wryef &g mar g1 fasat ot
feafa & ot erfadi & fag Apple &1 31mu%F Ufd St a1 (AfmTd die I g AT ¥ @1 BT GRT
TP & IHeATaT) TR ST ($50.00) I 31feies T8 et | Iufard TG q Wi w7 & i, Sier 3ufard 3urr
379 37192 38T H 3 H &l ATg|

9. Sergear iR Mutaar

9.1 eAfaTd ST 39ANT 3R 3RS0

T 3GY P 37T 3T 3R F TeT WRRR b BY H BRI d §T Apple 3AT9% gRT AT ATIH 3R J HaH fby
TQ AT ST DT YTeT &R Hebdll & T IR TeRIE o Febdl 2l §H e H a2l b, 319 Apple Pl @I
BT, 3T T & 3TN P AT 3 T Y 3moes RN (3areRvT & foig, Jar & Anegm &g My 2N 31K 3muse
gRT f&w Mg 317 fafad fdel, S Apple gRT faifia B & wigsa 3R 1fidiesd €, % 31AR I8 JaT UeH B
3R 3 FATY I & AT 5 AfdTTd ST B! TATET e 3R 3TANT e T FAGRI S €1 Apple Fhaet 0 Yaifed
2N &R & caferiTTd Ser ot HHIEd BT, STel deh fob BT GRT UHT o bl 37Taedehd 4 81| Ut faifd , Apple
3TPT FREIRBROT F Uge 3T BILAT 3TaRIbdT & IR H Jfod B, ST deh b a8 B AldeT~ds fad & Aeayqu’
3TRI &R U STHBRT Bl Afdafad T @1 Apple 37 T9-URIER Bl AR ST Y& d FdbdT & o1l 3dT &b Hee
¥ Apple Y JATT T B &1 31T Apple BT "Apple” Y afurem # fFufRa Tt Apple Twemsif & Je-{aR
P BY H IGANT B 3R B Ht 3170 HI-HRR BT 3TANT B3 & ¢ 31feigpd o &, G2 fob T Fa-HIRR
PH J PA 39 39y A 8U M7 Frencte a1 GRafm Al I 3Tt B0 3 & 8| Fa-HRRT b geit
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf H 3uee g
IS PIE F-HRIR 3707 3T JI& &b Al bl gui o H et &1 STl &, Y Apple @ T GRT 30T
HHT db 39 J-URRR P Al P Y& P ey 3mdds ufd IcRard g1 |

9.2 3T Hdftid TeATy

If& Apple P TaT IaidT & o 5 AT deb It 3fEipd Ugar (Tob "SeT TeT") & URUITHaRsY ifarmd SeT
Pl g f&ar T 2, ger feam mam € ar @ f&ar 1A 2, dv Apple BT gRT 3Tadd g4 W AT fohdt ot &
TR BT fId B, 3R Apple THAM BT FH B 3R 3T B T HH & fav 3fad wem 3amemm
Apple gRT fas&t 8T TeAT Pl 3fERgaAT a1 39 W Ufafehar Br Apple gRT ST g & ey H fbaft fSrmaRt
1 I &Y Tfwipld & U H T8l THSIT SITQIT| HIA AN TAT SEGIAT BT BT 37FATAT B 3R
ST "eAT3N F e fod et Wt gefta-uer arfial & IR1 avy o foig formier 21 fosedt fafere St sraegasan
&P 3N STHBRT &Y UgaH o3 & Tl Apple R T & e BT Taid Tal BT

9.3  JRe&M BrIvUNfeAT; T

Apple TdT & HIT & BY H AfRITTd ST b TRITTARUT, THERIUT 31K TRST &b SR AfRiTTd ST bl Y& P
foIQ 3ENT-HHE 3UTAT &7 3TN BAM| 7 3UTAT & M & B H, Apple famd 31K aRie & SR Afqwimd
3T Pl TP 7 & Tl T ATadTIae BU I 3fAad T T, JaT B fARaR To-1rdT, 3RdsdT, 3uererdr 3R
ST AT e, bl e bl AT o, HHY R AR ST bl ITcTeIdl d8Tel B, 3R Hafid
BY I U 33U DY Tgeftedr BT uievr, 31eher 3R Hedichd B Apple 3707 BHETRAT, PBlgaey 3R
F-HIRIER GRT Y& Ffchansil &1 sgure AT e & fav 3 wen 3a1gr 31k Apple g gfAfesa
BT o6 U AfRITT ST BT TATEd B & Ty 31fogsd fosat it erfory gRT 39 a1 & Tay § SAfdrimd er
&Y MOHIIAT 3R GREM b TR H AN BT bl IUTe fdsar STY | Tfshees eferdtd STl Apple & HiTifeid
fades TR WS fosar ST HepdT €1 ST8T deb Apple 3T WK & ®U ¥ bR & 38T &, Apple FHfcfEd &
1, FE A &Y, 3BT 3T FATRTId e # 3Teh! HERIAT B: (&) GDPR & 37Je8< 28 AT BILT b
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TEd 310 HBE R (AT 3TTaeT D STHBRT IUTe IR, 3iTfse Bl 3Afd Za 3R 3HH FIMTeH
(@2rd & Apple Inc. & 1SO 27001 3R 1SO 27018 YHTUI-UF U 371d9dd 3iifee 352dl & foiy uafed A
SITEN) 3R ] BT GRT AT B W 377! feid B, TS Apple i I H, 3110t g f&er GDPR
T 310 QYT GG AT R HY P HGRT I ST Y& YU BT Ieeiod BT 8); (T) GDPR & 310
32 T BT P ded 3 AHBET AT (H 3HTT 9.3 | FHuTRd FRam wfshamsii @l e &A1 3iR 1SO 27001
37 1SO 27018 WHTUTYIT I FATY I&HT MMIHAA 2); () GDPR o 318 33 3R 34 AT BT b dad 37 HHHE
Ifae (oRfdelt urfaasRoT AT ST fawil Pl 8T e B 3TaRdd Yo Y& B H 37U FeRIdT a3h); ()
GDPR @ 3128 35 31R 36 IT BT &b ded 31 HADBE e ST HLATT BT ST Y& THTd 3Tebet A AT
TRITERRT I Ugel TRideft ITferaseor I RTHef e BT 3Taededl W €, (8) faTd SeT & ey H ST JRaf
TS a1 WA TfeieRoT gRT Sir; 3R (F) GDPR 3 ded ST fawa 3 31feibRY a1 B & ded 37 JHGE!
3UTGT GRT JHEROT DI Fopfd DI M § 3&d U1 I8 AaT Heaquf, SfEAqof a1 IR-sfeaqef =T 31k
TR SENTBY ("1CT") e e B AT 37T T & b g fEsire, 31hivd a1 Harm 81 2, 5 fforea
TR ISTATH Tere - IgeA2 EU 2022/2554 (“DORA” T St X8 & I, fafTamT a1 waEmsif &
ded I, [T a1 31 3Tagearsil & 3l 1 7 JaT bl 5 T FH |CT JaT31T bl fathed, et
T 37T Y&l I 3= B arel foset it i, <ganit 3 <At & foiy T B § TeR 3@ T B, a9
9 J STET DORA T 371 3R &t # geriar s, fafamt a1 worwmait grr sifart ufarer aditemo
HIAP! T 3IUTAT 3Ma2TE 81 Apple BF I H, 37TR I8 37 HfAWIFAT SR TTgadt Tae (CCPA) AT 311
] 82T TR&OT BT 3R fafFaml & dgd 3797 <1fiic Y IR1 78T 9 T ¥eT &, a1 a8 37Tep! Jfod Bl

9.4 2T % g 3R TAFTAROT, FHTY; N & HY ¥ TAH

3R BT GRT 3192 &, a1 Apple FATeId BT fob BIg Wt /AR ST TAMHTRUT el 39 2l H b
STTT, STET gt TR&M T &R AT &, Tafeid BT S GDPR & 31cda 46 31K 47 (3T&R0T & g w1H
BeT R 3ufFam) ¥ fIQ MY 3uge ReM 3T UG Y ST AT GDPR & 3184 49 T UHH HHT S|
T JRef 3UTat § Apple gRT I ATSe et e, AT 31T $eT IITHTARUT 1geT oMfie &) wehd 2, fore
MY 3 ABER & GRT 3MGedH 8 W B & Ay Tgdd 81 &, o r b Apple gRT
https://www.apple.com/legal/enterprise/datatransfer/ TR fisarfed fasar Srar &1 WTT @7 arer Ufer-
UfAthes eI Hep DISTRAT (APEC) M H Vebdl fdby T e&aferitid ST T Apple &1 3RS iAo
fRITTd ST & TYTTARUT & fg APEC hi-die? WTgat Bew (CBPR) f&ew (http://cbprs.org/) 31 wrsast
Rerte BR TRR (PRP) fBew (http://cbprs.org/) &7 UTaH @dT 81 AR APEC CBPR T PRP THTUH
F R H yeAl A Ageet Wl F AW W, §OR qdg-Ue fddaq @@ME werdr
(https://feedback-form.truste.com/watchdog/request) ¥ Tud fdsam ST FHdT &1 Apple 31Tdd GRT
Apple & fG¥H & ITeX HUEd AT WIHIARA fby 77 821 & iy fSeR 98t 81 Yiemusl I ge[ ar 3m=gen
BT R 37TaTb B P TcTral fbat-Ht BRUT H g 31et &b FHTH 817 W Apple 39 3 fcriTd $eT
P! 3fIq FrITafy F iR Gfed Rl I T o <, foRky Tar & "ay § Apple ¥ HUEIT T a1 g T
T b T faselt 3R A & feiT 27 TR & B H 89 31ay § Jdel adT &, W I8 wfaffaa
FRAT & 3R IRE T } 1 T T Y 3R 3R T FuilRa Fffa JAr a6 Wf 31gHa ga1s B 3R A
S HIEY H YAl I ¥ET &1 HIAM g AT B b 3HS I 39 ey § Yael o &b feiy 37k Qo e
B 3R Y TI-HITR F B9 ¥ Apple BT g 7 & T & rgAa TR F a1 FeAfaar € 3R 39 gy
H O 37ga I3 3 fasdt t a9 & fog g Apple % Ufd ITRaRIT 21 Apple faset Wt eafarimd a1 &1 39
TE I Uhe &l BT oy feRiTTd 327 i "fashl” AT "ATSIeRoT" (ST fdb 37 QIeal BT CCPA aT 37 ST
GREM BT H Tt T STTUROT # RIS fdsarm Tam 8) &7 76 &1 3iR 7 81 Apple g9 3/ed & Jau §
Tt WY TRt TIfdfafer ® et 81T St AfariTd SeT &t "faidhl” T "ATSIaRoT" BT TS T
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9.5  qIg Ul b Iearal 3R Jarsil ae uga

I 37T O JANT UeT IcTal 1 JaT3t o UgTHT, 3BT IUANT BRAT, 3% SIS BRAT, 3= STl BAT AT
3% W& BT GAd 8 S JaT &b A eTfeld Bld 8, olfsd JaT &1 W1 T8l 8, df JaT WF Icrel a1 Jarsil &
37 AfIRer Jarait & 39T F AT AT BU A AAfaTd ST deb Uga B 3ART < Tohdt &1 379 A B
JelTT ver IcdTe a1 JaTg Ht Apple BT AfRiTd 32T e Ugd el dR Tt 8, SI fob afg 3y 3 31fiigd
IURANTGRAT3T BT PHEIE U HaTaT3il & ATeH J JaT H AISH 7 X Bl 37Afd &d &1 31TIDT § Ja1 B
ey U rfdRa 3edmal a1 Jarsil 1 3TANT B Bl ATl a8, 3’ ATUST HARATIE 39 3G B
PR 04 3faRex Icrel a1 Jar3il & 3uNT B Gfdaftid B Febdl &1 Faftid Apple @Td & H1ef 30T &
foTg gt vt 3 3cmel a1 Jamsil a Uga, 3TANT B, SEAAIS B, ST B AT T&H B I U8,
YT JTT Ual & Icral 3R Jarsnt di eraf, Afaar 31k sapara S Iem &=t a1fey, a1fd 3mg a8 qHeT
b feb I AT 3Afeipd IUTNTBAi3i I AT ST Tebsl X Hebdl 1, ST BT TN, HIST 3R HeRUT B fdsar
ST AT &, 3R M AT &, a1 T U 3N TS GRT T b 11 foRe W JEwfd & 31w B

9.6 39

Tfe Apple g FAufRa &t @ 5 Apple & M1 31R 2rdf @1 @M &3 AT Apple & HTe AT 3TF BT
&Y JR&M & oY TBeIaoT 3R BU J 3T92Te & df Apple 3% IR H AfRITT ST BT Yhe IR TohaT &l
g% nfdferm, gfe, faera ar fashr &t fR3fd &, Apple 31mdes gRT UeH fasar T 1 1t 3R it eafama
32T Tefod val BY IAMFIIRA IR Tl &1 g Udheidrv fasalt Wt e (gdia-usr T Afed) & SeT Jugon
YT TR AN TET 81T 81 AT & HITT & U N dee BRI AT S3ATS B A Tgal, ATIPI U e Pi 2rf,
Ty 3R snarat B Tter FA ATl Al Apple B @faRiTd 3T & fory fost et ver I 3R wre
1T & ("qdl1d Uat BT 3", o Apple 319! BT GRT A HIHT dcb, Td1d Y&l &b 3R & wifed &b aR
H gfad B 3R 3Rl B I JAT gef F IR P TR FAOd B &5 T G Bl 519 ab
BT AT JAI U&7 &b 3R GRT 3AT IAFENd 7 &, 37T 3R &7 Sa1e o & fay fSeer gl

10. STHIRI BIAY

10.1  qeAT-vel YEATY

Apple Software IT AT & F& HIT K Jd1T U&T &b ATFCIIR 3R 3= PIIRTSS HHUT BT 3GANT AT FHTIL &Y
Jepar &1 O AR 3 AT srfidie e, AT 2oref 31k 3RdteRoT JaT AT 3Hb AT T o foY S iep
ISR ¥ fAfed € 3R St ATt &7 3MdesT 3UAT 3T Heiferd rdf gt fAdfaa gt 21

10.2 32T &I 31T JUEOT 3R 3u=T

Apple 37R 3T TeanTt 31K Qoie T, da-1d!, 3uNT 3R Heifad THEBRT U, IERETd, JATed 3R 3ughT
IR Fhd &, forad faferse e a1 gr$daR ygaredl, deblst AT IP Ud, 3Tl 3R 3710eh 31feigsd 3uTehdiii
BT JaT, 3MUF MDM TR, fEargq AvieT AR, xR, fEarew, fiven iR gficisem ISR 3R 3
TR 3R GTeT 3T & IYANT & gR § STHBR MfHe €, fds A 361 adb Aifid el & fois Jar & Tafera
3BT AT T A, Apple & fearsd 3R JaTC Ue &, 37T TR B 31K 32 98k &M, Apple &
feared, Ja1q 3R TMesd TR Bl &k I &b oy 37fefem, S faeervor 3ik oty Sy 37 3eeal & fag,
37TRT Ja T W ot Atredar A Tefeia TTtReaeR a1 AieaeR 31vee, feared gHel 31k 3 Jamsit (afe #1g
) T VTGt FfdHTsTeb S, GREM AR T Hefti 32231 < feiq 3R 3 317 bl 2rdlf b 31gUTeT 1 HedTfud
TR P T THI-THT TR TR f3aT ST 81 3 AoreM F 3IR TR T MY ST Y Apple Y oz ife
% ITAR IER fosar e, foRY el & S JamdT & http://www.apple.com/legal/privacy.
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10.3 3MTEAHE

S IS BT 7 T 31T (BT ST HebdT €, T &1 $H et b ded 31Maeh febeil ¥t arfdiear o, qofa: a1 sfifere
BY Y 3P GRT BT &b Helletd, faerd ar bl 3rr 41w I Apple &1 W 4d fdfad Hgafd & fomm
313 35T T ear & 3R O wewfd & AT ot Y sraTeee o v <R 31k 3= '

10.4 3 Refist 3R 3T VaIR; val 1 ay

379 Apple &1 gd foifera wiepfa & &A1 59 srgay, g5 Faw) 3iR odf, a1 vell & daul S aR A d1g W o
faSifat STRT 781 &% Fabd € a1 BIS 31T AP 93 el < Ahd &, fRT Apple & fadd TR AT ST FasdT
21§ 37U BT 39 3R Apple & dier foselt Toidt Her, T AINERT, T 3aTH, Tt dacd, AT fasat
3 YebR & B Hetl P A0 &b B H e HHAT ST, 3R 3179 5876 fawid, =re T By 3, fAfedred,
3ufeRfa a1 s, wfaffoe 78 &3 a8 ey et gt el & @ & oy 781 21

10.5 &I
59 39y 4 Fefed B1g Y e feifad ®u & & STt |rsa-319 wfehar & SR 31U gRT Y 77 ae

Yd AT 1 Td TR 379! WOl ST R AfEH D1 Apple GRT T T>IT /AT SITQT| €9 3713y 4 Heifeid Apple
B It TIATY () AfdTd B F fIaRa g T W, (&) a1foifsies sNaRATse $RAR gRT fEefia’t & fafea
YHTUT < F1 Wol ST o o eTadTies feAl & are, 3R () Yo it a1 JATford Wel gRT, ST o 31UH
WA % TTe, 39 Apple T TR WSt ST & UTa ATaaTiaes At 3 are <t € At sa: Apple Inc., Apple
Developer Legal (Apple Business Manager), One Apple Park, 37-2ISM, Cupertino, California 95014
U.S.A. 37T $3el GRT FEATY 9Tt e b Tl Werfa & & 31 wewd € fb Apple RT 39 gelai~eb B0
A Woft ST arett Ot 1S Ht GETT, fat ot Y FaR rmaegesarsit Y g1 | BIS MY et HWR afvfa
AR IR 98T B feif@id FeT Ge 79T ST AT STeb UdT d&el Hebdl &

10.6  ThflRar

IfE Fem QTTIPBR P 3H 3t BT BIE T foall Ht BRUT F ST T B A1 0elT &, A 39 371 &b 39
TS Pl Uil &b 382 P YT A P Y s1fticpan wWhierd HHT dep o1 fam SITgrm 3R 39 313y or Ay
T quf ifart 3R TaTa B SR IRTIT1 ETcTTeb, AfE o T 3ATUhY $ 3 bl “IdT 3TaLIDBATY” AT “TReT
P Q@ AHS URT3AT BT R @RE 3R [T B F 37U HRA I ebd & AT Widaieid Har 8 a1 579 I
fesgt MY ¥R bl Herd=tardT @Y el €, dl U8 37geeT i FHTE 81 SITYT 3R 3MTqeh! géd Jar ol BIg |t
IURANT & AT I

10.7  sifaemT iR fafqafor

3 e & fosddt i UTaeiTT &bl I 63 H Apple B fathetdT @l v § 39 a7 fobdit 37 Yraei & Jed
B TE HHT SQT| IS Wi BIET AT [AfaHT ST g Wrae BT § fdb 31gar bl W11 bl JRoueh o fadg
AT STTQTT, 9 3 WR @] T8! 2| e 2fifes dbaet Jfour & farg € 31k 39 ey & erear ar 3ref
R ¥ 39 W fe=R T8 fbam ST =nfev

10.8 fafa fAisror

3119 g9 a1 AT Apple HIFRIIR AT 38 Tt v &1 39, Fafd, g: Fafd, smard, fasa ar iR
TE B Tohd &, 5T dob o 2 TG 159 3BT F B, 3T SFTIBR &b FHA fSas 370 Jar a1 Apple
HIFRdIR YT fobar &, 3iR/AT fbdt 31 o] g 3R fafawa gR1 3ifeiesd 7 fosar mam €11 faoy v 4,
A T foseit TfwT O, 3 JaT 31k Apple ATHRIR B () faseit i 3T fdeifera <er # ar (@) 3mfkht
SO faTT Y faQrs B I ATfHd ATTRET B Gt A1 3RS aTforsy T Bt 3Reigsd afarial Hr It a1
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Hepra gt a1 fosdt 370 wfdaferd oref et # enfAe fosedt ¥t eferd ot (afa ar g: Fafd 721 fasar S dedn
21 9 Qa1 a1 Apple TR T 3TN b, 31T Hfdffeica i & 3R arRel 2 & fob 3ma 0 fopadt <o o
T O febedt it i T8t 81 3119 39 91d 9 Ml Fend € fob 319 Igerd 357 3Rl &b B gRT [Afvg
fopeit Y 3827 & foig Far AT Apple TR BT ITANT 78! B, o feoT foset T %, TRATY, fAarse,
I AT A Ry o1 faewr, féstred, fmfor ar 3amer enfAe &

3719 39 1A BT Fldf-Ta Bd & 3R MRIRH &d § 1o 3170 3R BIg Wt SHIE AT Afed ST Uedel AT 31vcdal B9
A 37T M BT & AT 3Taeh Trel WA T § €, 3 () 37 2l o &t By widdy gfeay # et ¢ ofel
JaqT IUAH &, (W) 3MRbT P Ufdafea off a1 &l § F faseft it fos g A8 s W E IR (M 15 CFR§ 744 W
GRYTIYA 37R SRR A 37 aTel ¥ 3{fdH 3UANTeba A&l &1 ST fob g8 e 10.8 H 3y fdsam 1 8, "o
1 378 & Tob fosefl SbTE AT AR b U, UI&T AT YIS BU F, G SIS DI Fae i bl FHEferd b
oifert &, @Te a8 AdaH Yfy[ddl & Tarffe & AW A 8, Usiiged Uil H f&d &, 31JeH gRT & 3T 3= &

10.9 WPHRI sifdA-3uahTRat

a1, Apple FTHRRR 3R SIATISBIOT "qTfUifodd 3c1E" 8, ST fdh 89 21ex T 48 C.F.R. §2.101 H gRMifea
O 2[e2] T 39T 48 C.F.R. §12.212 AT 48 C.F.R. §227.7202 H b1 ST B, ST @I &1 48 C.F.R. §12.212 41
48 C.F.R. §227.7202-19 227.7202-4 % 313359, SHET Ht ] &, aMfUifodes pge HITERR 3R anfuifodes tgex
HITEIIR SIATISIIBRUT DI STHRDBT TRBR b 3ifdH 3uANTehdis1l @ () Paet aMfuifRics 3amal & Bu H 3K (&)
PaA 37 BRI P 1l AU AT S ¥eT & S 317 It 3ifcaw 3uaimmesafait 1 g9 faw 3R 2rdf & 3gar
YeH fog Mg &1 3rsrepTfeid-31faedR Tar I 3BT & BURTE B b iarfa gRferd €1

10.10  faaTE FHTUT; WMt HTF

37196 3IR Apple & 19 3 318, Apple HTFREAR AT Apple & T2l 3110 Het I 30~ IT 3T Heiftld pis Y
HBCHT AT 31 faraTe FATHT Bfwpifar & 39t el # 81, 3R 319 31K Apple 30 SBR & faeit T geved ar
faTe TATIT 3 Ty § 39 ooy & Hiar 353 3R Tehar =ararea & eafarmd SEmfaeR 3R 3= w2 & fag
TEARd T &1 ST T BT WY 57 3R HAWIFAT I &6 P F 3IAR FeTfeid fosar Serm iR wrem
STQTT, W BIABITAT % B P 39 HIT Bl BISH foRTs Teiferd BrAT & fa’ry 811 gdadf 8 & Srasie:

(cB) AfE 3110 HYerel I AARCBT &Y FeIY FRBR Y Tolddl, rer AT i €, d a8 31eel FYerd 4 3AReBT
F BIAT B AR M B 3R T Ty B Y FufAf ®, HfAwiTar I & 7 el g
srfdfem, 31k 9 3rgey H enfiet (T 5 (&ifYfd) wfed s et aes Hifia 78 fasdt fawdia Fe & arasyg,
it <9, w1, feirerd 3R fdare Siae fSge Tae (41 U.S.C. §§601-613), TR Tae (28 U.S.C. § 1346(a)
3R § 14971), IT W <E aoty Tae (28 U.S.C. SS 1346(b), 2401-2402, 2671-2672, 2674-2680), S HT oI
1, AT 31 A T UTfEiepR b 3refi 21 bt oY g & 9 & i, 3R 3119 g QoidT, xardst ar U.S.
a1 U.S. Ufciop 3R w1=dT U QYerfoies Tem P WHeie, 53 AT IAHIT TRBR BT favm &, dF 3mads erfagfet
& AT baeT 39 JHAT e ] 21T ST&T deb 31T 37 PHRUT febad} TN BT BT JeoTeH Tel R & (3T, T
SftsfITT Tare) 31 3170 U I B0 H 3Ta2dS FITHeR0T AT Wifeiged e dTelT faem &l

(@) g 317 U.S. dfecias 3iR A=IaT UTed teffUics T a7 Uoidt, axardst a1 gAaTecs e | ot Io7 a1
LTI TRBR BT faHTT &, a1 (i) 39 31get 1 39 I (U.S. & 3idTid) & BT gRT Hafad fosar smem ik
THET STTQT, ST8T b 379 Gl BU A Fardt €, S 3 R I Tafid 359 & Br Bl Brsas; 3R (ii) 3mas
3R Apple & & 39 376, Apple TTTRAIR AT Apple & TT 3T0P HeHiT P BRUT I aTel AT IH Fefeid
Tt it 31T 317 foare wmTaE AT fefgar 3iies Bfamifar § tevat B¢ & fasar semm, 3R 3mg
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3R Apple g ATegH ST = 31fdaR 61 31k 0 feRgae & {49 T &1 wedfd <d 2, 57a de b g0
TR Bl TEATT P T B J 37 AT & BIT GRT S 7 T ST STer & 317 g B F fard &;

(M) afe: (i) T T 1T 10.10(d) & 37EH, 3TUDBT HaT U&H B areit Apple S®T18, ST fs “Apple” 6t
gfure § Fuffka €, Apple Distribution International Ltd. 8; (i) 37Tae! JdT Y& &3 areit Apple S&TS,
ST 16 “Apple” &Y afhrer ¥ fuffa €, Apple Retail UK Limited & a1 (jii) 379 T 3faRTs, 3icR-
IRBRI HITST 8, FSR 370h 3R-AIBRT T IT HHSIN b HIEH I A IR b bR & J Hidval
T B TE &, a1 BT gToie 3R I F BT AP 81T 3R 37 376 J 3001 a7 399 e fod P
fdeme T <rar a1 38T 3eoia (S g |t enfAe ¢ fob arar dfdereres 8, e, aRel, 37U6R AT JidsiHdb
e Framt w 3marRRa ), Wl & 3aR fFga di7 meell gRT TRt & fav 3ded # & Iu
T TARTET daR 37Tt BiAY b HegRerdT fAamt (“ICC fa9”) & ded qeaRedT gRT fAufRa fasar srom
IR FrezRear § [T o & Ty § BIg WY TeaRerdr 3R R gaifdeer (1BA) & et & 3rqar
TN BT STQIY | FE2LIdT BT T v, SToig BIT| WezeiT 3ist ¥ & Sieift| sTeT wifiies & 3ik
Apple & IRY W, 319 U fAAuTiEbRT 3R GfdRermsil & d1e T JR-TRPRT HTed &b U H 319 fifd
T JHTOT YaH &3 & folg Fead &; 3R

(a) afe 31 R o & fBdt S, a1 3TeHels, A1d, AT RdeoRels # fary &id 2, dl 2mehid & 3R
4, a1 USH B3 dTeit Apple SHTE & [ & <20 F BT 3R =T g, S fos @ &), S fas
"Apple" &Y ufomer ¥ fAuflRa faar mar 8

SH 3G Bl RG] bl RIS felshl &b foiy srgae I Fafed garges A2 died gRT (dfd 78 fosar
STQT, fS Rt 3TN W B9 J afofd B

10.11  WYUT 31aH; ARIBR HIHT

IE AJSY, TP 3TTd IRepfedd JaT & Hee § Uil & o HYT 373eT BT 7167 T @ qeiT SHb fav-a¥g
& ey % it o Tt 3 e o TRt AT 1 HE § 9o & fAT, 39 31ged # 55t Apple HiTRRR
% T EULA T ¥ &1 ol €1 9 31Ja Pl b [AHfeifEd B9 # Heifad far S aewbar & ($) aHl
U&il gRT g&A1&Rd feifad Feied gRT, a1 (F) 39 3/a gRT W BU I 37JHd HHT db (3R & foig,
Apple GRT 37TIh! AT <) | SH 31 BT DI HI 31gdTe U] feleeR & ®Y H Y& far 7am § 3iR
TGRT F St faare B fRAfd #, 39 3gey B USSR § 7R B A 3T B H Pl TR
e &, a1 FAfaferd URT @] Xt 8: QH1 9ef 39 91d 61 e o & fob 3817 3R foam & s 3 3rgumT
3R T} TeEfa gxaTdstl ol UReY 370wl ® daR {1 ST Les parties ont exigé que le présent contrat

et tous les documents connexes soient rédiges en anglars.

10.12 gAY

TLATT IE TNBR BT & 3R TeAd 81T & b “TgHd & a1 $0%b THH §e- W faeids HIch a1 G IR Tar
BT A @R, TR, 379 31feigsd UfdfAfe &b ATegd & g9 3713 &b 31K g8 (79w 31K 2rdf o1 Wier
P TET B

LYL204
14 3T8d 2025
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PLEASE READ THE FOLLOWING APPLE BUSINESS MANAGER TERMS AND CONDITIONS
CAREFULLY BEFORE USING THE SERVICE. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN INSTITUTION AND APPLE. BY CLICKING
ON THE “AGREE” BUTTON, INSTITUTION, THROUGH ITS AUTHORIZED
REPRESENTATIVE, IS AGREEING TO BE BOUND BY AND IS BECOMING A PARTY TO THIS
AGREEMENT. IF INSTITUTION DOES NOT OR CANNOT AGREE TO THIS AGREEMENT,
THEN CLICK THE “CANCEL” BUTTON. IF INSTITUTION DOES NOT AGREE TO THIS
AGREEMENT, THEN INSTITUTION IS NOT PERMITTED TO PARTICIPATE.

Apple Business Manager Agreement

Purpose

This Agreement permits You to participate in Apple Business Manager, which allows You to
automate enroliment of Apple-branded devices for Mobile Device Management (MDM) within Your
Institution, to purchase and manage content for such devices, to create Managed Apple Accounts
for Your users, and to access facilitation tools for related services.

Note: You will need to have an MDM solution (e.g., from a third-party developer) enabled within
Your Institution so that you can utilize the features of this Service. An MDM solution enables You
to configure, deploy, and manage Apple-branded devices. For more information, see
https://www.apple.com/business/resources/.

1. Definitions
Whenever capitalized in this Agreement:

“Administrators” means employees or Contract Employees (or Service Providers) of Institution
who have been added to the Service for purposes of account management, e.g., administering
servers, uploading MDM provisioning settings, adding devices to Your account, purchasing
content, and performing other related services.

“Agreement” means this Apple Business Manager Agreement.

“Apple” means the following, unless otherwise specified herein: (a) Apple Inc., located at One
Apple Park Way, Cupertino, California 95014, U.S.A., for Institutions in the United States, including
Puerto Rico; (b) Apple Canada Inc., located at 120 Bremner Blvd., Suite 1600, Toronto ON M5J
0A8, Canada, for Institutions in Canada or its territories and possessions; (c) Apple Services
LATAMLLC, located at 1 Alhambra Plaza, Ste 700 Coral Gables, Florida, for Institutions in Mexico,
Central or South America, or any Caribbean country or territory (excluding Puerto Rico); (d) iTunes
K.K., located at Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-6140, Japan, for
Institutions in Japan; (e) Apple Pty Limited, located at 20 Martin Place, Sydney NSW 2000,
Australia, for Institutions in Australia and New Zealand, including island possessions, territories,
and affiliated jurisdictions; (f) Apple Services Pte. Ltd., located at 7 Ang Mo Kio Street 64,
Singapore 569086 for Institutions in South Korea; and (g) Apple Distribution International Ltd.,
located at Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland, for Institutions in all other
countries or territories not specified above in which the Service is offered.

“Apple Services” means the App Store, Apple Books, Apple Online Store, AppleCare, iCloud,
Apple Business Connect, and other Apple services as available to Your Authorized Users under
this Agreement.

“Apple Software” means the iOS, iPadOS, macOS, tvOS, visionOS, and watchOS operating
system software, or any successor versions thereof.
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“Authorized Devices” means Apple-branded devices that are owned or controlled by You, have
been designated for use by Authorized Users or Permitted Users only, and that are eligible for use
in the Service. For the avoidance of doubt, devices that are personally-owned by an individual
(e.g., “BYOD” devices) are not permitted to be enrolled in supervised device management (e.g.,
configured with Device Enroliment Settings) as part of the Service, unless otherwise agreed by
Apple in writing, and not all devices are eligible to be added to the Service.

“Authorized Users” means employees and Contract Employees (or Service Providers) of (i) Your
Institution and/or (ii) Your Institution’s directly or indirectly wholly-owned subsidiaries, if applicable.
If You are a hospital, the term “Authorized Users” also includes credentialed physicians, referring
physicians and clinicians). For clarity, You may request, and Apple may approve, in its sole
discretion, other similar users to be included as “Authorized Users”; however, no other parties shall
be included in this definition without Apple’s prior written consent.

“Content” means any material or information that may be licensed or acquired as part of the
Service pursuant to Apple’s Volume Content Terms (e.g., Apps from the App Store).

“Contract Employees” means individuals who perform work or provide services on behalf of an
entity on a non-piece-rate basis and who have internal use access to the entity’s private information
technology systems (e.g., VPN) and/or secured physical premises (e.g., badge access to corporate
facilities).

“Device Enroliment Settings” means settings for an Apple-branded device that can be configured
and managed as part of the Service, including but not limited to the initial enroliment flow for a
device, and settings to supervise a device, make configuration mandatory, or lock an MDM profile.

“Documentation” means the technical or other specifications or documentation that Apple may
provide to You for use in connection with the Service.

“End User License Agreement” or “EULA” means the software license agreement terms and
conditions for the Apple Software.

“Managed Apple Account(s)” means a user account (including but not limited to storage,
calendar, notes, and contacts) that You create and deploy through the use of the Service.

“MDM Server(s)” means computers owned or controlled by You (or a Service Provider acting on
Your behalf) that have been designated to communicate with the Service.

“Permitted Entity(ies)’ means: (a) if You are a vehicle manufacturer, Your authorized vehicle
dealerships and certified service partners; (b) if You are a hotel holding company, hotel properties
operating under Your name, trademark or brand (or a name, trademark or brand it owns or
controls); or (c) if You deploy an app on Authorized Devices in Restricted App Mode (e.g., a point-
of-sale provider who deploys its app-based payment system on iPads), Your customers who are
using such app in Restricted App Mode on the Authorized Device. Further, any such app must be
developed and distributed in accordance with the terms of the Apple Developer Program License
Agreement (e.g., distribution of a Custom App). For clarity, You may request, and Apple may
approve, other entities similar to those identified in subsections (a) and (b) above; however, no
other entity shall be included in this definition without Apple’s prior written consent.

“Permitted Users” means employees and Contract Employees of Your Permitted Entity.

“Personal Data” means data that can be reasonably used to identify an individual that is under
the control of the Institution under this Agreement.
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“Restricted App Mode” means when an Apple-branded device is supervised and configured
through the Service such that (a) the device automatically launches and is locked into a single
application upon activation and no other operating system functionality can be accessed; or (b) the
device cannot be personalized by an end-user (e.g. the device settings prohibit the Mail app from
configuration with personal credentials, Content cannot be acquired from the App Store with a
personal Apple Account, etc.).

“Service” means the Apple Business Manager service (and any components, functionality or
features thereof) for automated mobile device management enrollment, acquisition and
management of Content, the creation, use, and management of Managed Apple Accounts, iCloud
storage connected to a Managed Apple Account, the use of Administrator accounts, and other
related services as contemplated in this Agreement, including the web portal and any services or
tools provided hereunder.

“Service Provider” means a third-party who provides a service on Your behalf in accordance with
the terms of this Agreement.

“Server Token” means the combination of Your public key, Apple Account and a token provided
by Apple that permits Your MDM Server(s) to be registered with the Service.

“Sub-processor”’ means a third party that performs certain tasks on Apple’s behalf, such as
processing or storing data and providing customer service, in connection with Apple’s provision of
the Service.

“You,” “Your,” and “Institution” means the institution entering into this Agreement. For the
avoidance of doubt, the Institution is responsible for compliance with this Agreement by its
employees, Contract Employees, and Service Providers who are authorized to exercise rights
under this Agreement on its behalf.

Note: If you are a Service Provider, you need to have the Institution with whom you are working
enter into this Agreement and add you as an Administrator since the entity that owns the Authorized
Devices and plans to distribute such Devices to its Authorized Users must enroll in the Service.

2. Service Requirements

2.1 Use of the Service

As a condition to using the Service, Institution acknowledges and agrees that:

(a) Institution is permitted to use the Service only for the purposes and in the manner expressly
permitted by this Agreement and in accordance with all applicable laws and regulations, including
but not limited to applicable requirements for the storage of data when using the Service, and the
Documentation;

(b) Institution is not permitted to use the Service (or any part thereof) for any unlawful, improper,
inappropriate, or illegal activity;

(c) Institution is permitted to use the Service to manage Authorized Devices for use only by
Authorized Users and Permitted Users and not for general deployment to third parties (except as
otherwise expressly permitted herein), and Institution will be responsible for all use of the
Authorized Devices by such users, including but not limited to obtaining consents and providing
appropriate information to users about the managed features of such devices;

(d) Institution will be responsible for all use of the Service by its Permitted Entities (and any
Permitted Users of the Permitted Entity), and any actions undertaken by its Permitted Entity shall
be deemed to have been taken by Institution, and Institution (in addition to its Permitted Entity)
shall be responsible to Apple for all such actions.

(e) Institution will obtain all necessary rights and consents from its Authorized Users and Permitted
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Users to deploy its Authorized Devices as permitted hereunder;

(f) Institution will have the rights to purchase and manage Content as may be permitted through
the Service and will comply with all applicable terms for the use of Content;

(g) Institution will obtain all necessary rights and consents from its Authorized Users where
necessary to create Managed Apple Accounts and to allow Apple to provide the Service for
Managed Apple Accounts (including using and maintaining Personal Data);

(h) Institution may add Administrators to the Service, but only if such individuals are employees or
Contract Employees of Institution or are Service Providers acting on Institution’s behalf, and
Institution may add such parties only for account management purposes; and

(i) Institution is permitted to use the Service only for its own (and its Permitted Entity’s) internal
business operations and information technology purposes and is not permitted to provide a device
or service to third parties (other than to a Permitted Entity that is covered under subsection (c) of
the “Permitted Entity” definition) that integrates with or leverages services or information provided
by the Service or uses the Service in any way, or as otherwise agreed by Apple in writing.

2.2 No Other Permitted Uses

Institution agrees not to exploit the Service in any unauthorized way whatsoever, including, but not
limited to, by trespass, burdening network capacity, or uploading malicious code. Any attempt to
do so is a violation of the rights of Apple and its licensors. Institution may not license, sell, share,
rent, lease, assign, distribute, host, permit timesharing or service bureau use, or otherwise make
the Service (or any components thereof) available to any third-party, except as expressly permitted
in this Agreement. Institution agrees not to use the Service to upload, download, post, email,
transmit, store or otherwise make available: (i) any Content that is unlawful, harassing, threatening,
harmful, defamatory, obscene, invasive of another’s privacy, hateful, racially or ethnically offensive
or otherwise objectionable; (ii) any Content that infringes any copyright or other intellectual
property, or violates any trade secret, or contractual or other proprietary right; (iii) any unsolicited
or unauthorized email message, advertising, promotional materials, junk mail, spam, or chain
letters; and/or (iv) any Content that contains viruses or any computer code, files or programs
designed to harm, interfere with or limit the normal operation of the Service or any other computer
software or hardware. Institution further agrees that it will not use the Service to stalk, harass,
mislead, abuse, threaten or harm or pretend to be anyone other than the entity that has enrolled,
and Apple reserves the right to reject or block any accounts that could be deemed to be an
impersonation or misrepresentation of another entity or person’s name or identity. Institution will
not interfere with the Service, or with any security, digital signing, digital rights management,
verification or authentication mechanisms implemented in or by the Service or by the Apple
Software or any other related Apple software or technology, or enable others to do so. If Institution
is a covered entity, business associate, representative of a covered entity or business associate
(as those terms are defined at 45 C.F.R § 160.103), or otherwise a health care provider or entity,
Institution agrees that it will not use any component, function or other facility of the Service to create,
receive, maintain or transmit any “protected health information” (as such term is defined at 45 C.F.R
§ 160.103) or equivalent health data under applicable law, or use the Service in any manner that
would make Apple a business associate of Institution or any third-party or otherwise directly subject
Apple to applicable health privacy laws. All rights not expressly granted in this Agreement are
reserved and no other licenses, immunity or rights, express or implied are granted by Apple, by
implication, estoppel, or otherwise.

2.3 Server Token Usage

Institution agrees to use the Server Token only for purposes of enrolling Institution’s MDM Server
into the Service and uploading Device Enroliment Settings that will be sent to Authorized Devices
when they are initially activated by Authorized Users and Permitted Users. Institution agrees not
to provide or transfer its Server Token to any other entity or share it with any other entity, excluding
its Service Provider. Institution agrees to take appropriate measures to safeguard the security and
privacy of such Server Token and to revoke it if it has been compromised or Institution has reason
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to believe it has been compromised. Apple reserves the right to revoke or disable Server Tokens
at any time in its sole discretion. Further, Institution understands and agrees that regenerating the
Server Token will affect Institution’s ability to use the Service until a new Server Token has been
added to the MDM Server.

2.4 EULAs Term and Conditions

As part of the Service, Institution may elect to have its Authorized Users and Permitted Users
accept the terms and conditions for the Apple Software outside of the normal initial activation
process on a device. Institution may use this feature of the Service as long as Institution agrees to
the following requirements:

(a) Institution’s authorized representative must accept the EULAs for the Apple Software on the
Service web portal prior to deploying Authorized Devices running such Apple Software to
Authorized Users and Permitted Users;

(b) If the EULAs for the Apple Software have changed, Institution agrees to have its authorized
representative return to the Service web portal and accept such EULAs promptly upon notice from
Apple in order to continue using the Service. Institution acknowledges that it will not be able to use
the Service, including associating additional Authorized Devices with its MDM Server, until such
EULAs have been accepted;

(c) Institution is responsible for ensuring that such EULAs are provided to Authorized Users and
Permitted Users, and that each Authorized User and Permitted User is aware of and complies with
the terms and conditions of the EULAs for the Apple Software; and

(d) Institution agrees to be responsible for obtaining any required consents for Authorized Users’
and Permitted Users’ use of the Apple Software.

2.5 Device Transfer

Institution will not resell any Authorized Devices with Device Enrollment Settings enabled and
agrees to remove such Devices from the Service prior to reselling them or transferring them to third
parties in any way.

2.6 Purchasing Content

Acquisition of Content is automatically disabled in the Service, and Your use is subject to the
restrictions of this Agreement and the terms governing the use of Apps and Books in the Service
(“Volume Content Terms”). You may choose to enable Your Administrators to access Content
through the Service by granting them purchasing authority and allowing them to access Content.
Subject to the Volume Content Terms and the restrictions of this Agreement, the Service enables
You to allocate Content to Authorized Devices using device assignment or to Authorized Users or
Permitted Users using user assignment and Apple Accounts. You may assign (or revoke and re-
assign) apps to Authorized Users and Authorized Devices in any country where such app is
commercially available on the App Store or otherwise, subject to change at any time. With respect
to books, You understand and agree that once You have assigned a book to an Authorized User
or a Permitted User, such book is non-transferable, and You will not be able to revoke or re-assign
the book. You are solely responsible for all such purchases and compliance with the applicable
terms. You agree that You have the authority to and will accept such applicable terms on behalf of
Your Authorized Users and Permitted Users if You (or Your Administrators) purchase or access
Content as part of the Service. You understand and agree that Content may not be available in all
countries or regions. You agree not to export Content for use outside of the country in which You
are domiciled nor represent that You have the right or ability to do so. You agree not to circumvent
the laws of any country or restrictions set forth by providers of the Content.

2.7 Administrator Accounts

You may create Administrator accounts for Your Administrators to use in administering the Service,
subject to limits Apple may impose on the number of Administrator accounts. These Administrator
accounts will be a combination of a unique user name and password, which will be owned by You.
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When You create Administrator accounts, all features and functionality of the Service that You
select to be available will be enabled for such accounts, and You are responsible for appropriately
enabling these Administrator accounts and for all activity in connection with these accounts (e.g.,
permitting Content purchases). You acknowledge and agree that these Administrator accounts may
be used only to access and manage the Service for account management purposes, provided,
however, that they may be used to register Your Institution or access and manage other Apple
Services as administrators (or the equivalent role) on those services. If You delete any
Administrator accounts, then neither You nor the Administrator will have access to such
Administrator accounts, and You acknowledge and agree that this action may not be reversible.

2.8 Managed Apple Accounts

You may create Managed Apple Accounts for Your Authorized Users to access and use as part of
the Service in accordance with this Agreement and the Documentation. You are responsible for
deciding which features and functionality of the Service to enable for Your Authorized Users and
for the creation, use, and management of Managed Apple Accounts.

To create a Managed Apple Account for use by an Authorized User the following information, which
may include Personal Data, is needed: name, proposed role, password, email address (for contact
purposes), and phone number. In order to protect the security of Authorized Users’ accounts and
preserve Your ability to easily reset Your Authorized Users’ passwords online, You should keep
this information confidential. You agree to deploy Managed Apple Accounts only for Your own
internal business or information technology purposes and only to Your Authorized Users. You
agree not to share, sell, resell, rent, lease, lend, or otherwise provide access to Managed Apple
Accounts to anyone other than Your Authorized Users. You may disable, suspend, or delete
Managed Apple Accounts (e.g., if an Authorized User leaves the Institution) in the Service. Apple
reserves the right to limit the number of Managed Apple Accounts that may be created for Your
Authorized Users and the number of Authorized Devices associated with an account. Additional
information, including Personal Data, may be needed for certain features and functionality of the
Service You enable for Your Authorized Users, such as a directory.

If You make available other Apple Services for Your Administrators, managers or staff to sign into,
or allow Your Administrators or Authorized Users to register Your Institution for other Apple
Services, You agree to allow the Apple Services to access and display information about Your
Institution and Personal Data associated with Your Administrator’s or Authorized User’s Managed
Apple Accounts for registration and contact purposes. You also agree to allow the Apple Services
to store data in the accounts associated with those Authorized User’'s Managed Apple Accounts,
and for Apple to collect, store and process such data in association with Your and/or Your
Authorized User’s use of the Apple Service. You are responsible for ensuring that You and Your
Authorized Users are in compliance with all applicable laws for each Managed Apple Account
based on the Apple Service You allow Your Authorized Users to access. If Your Administrators,
managers or staff access certain Apple Services, Apple may communicate with Your Authorized
Users about their use of the Apple Service.

2.9 Permitted Entities and Permitted Users

Subject to the terms of this Agreement, Permitted Entities and Permitted Users may access the
Service under Your account, excluding the use and deployment of Managed Apple Accounts
(unless otherwise separately approved in advance and in writing by Apple). You shall be
responsible for compliance with the terms of this Agreement by the Permitted Entities and Permitted
Users and shall be directly liable to Apple for any breach of this Agreement by Your Permitted
Entities and Permitted Users. If You (or Service Provider acting on Your behalf) add Apple-branded
devices to the Service that are owned by a Permitted Entity, You represent and warrant to Apple
that the Permitted Entity has authorized You to add such devices, that You have control of such
devices, and that You have the authority to accept EULAs on behalf of the Permitted Entity (and its
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Permitted Users, if applicable). Apple reserves the right to: set limitations on the Service features
or functionality that Institution may allow its Permitted Entity (or Permitted Users) to access or use,
and to require You to remove any Permitted Entities or Permitted Users from Your account at any
time, in its sole discretion.

2.10 Updates; No Support or Maintenance

Apple may extend, enhance, suspend, discontinue, or otherwise modify the Service (or any part
thereof) provided hereunder at any time without notice, and Apple will not be liable to You or to any
third-party should it exercise such rights. Apple will not be obligated to provide Institution with any
updates to the Service. If Apple makes updates available, the terms of this Agreement will govern
such updates, unless the update is accompanied by a separate agreement in which case the terms
of that agreement will govern. Should an update be made available, it may have features, services
or functionality that are different from those found in the Service. Apple is not obligated to provide
any maintenance, technical or other support for the Service.

2.11 Third-Party Service Providers

You are permitted to use a Service Provider only if the Service Provider’s access to and use of the
Service is done on Your behalf and in accordance with these terms, and is subject to a binding
written agreement between You and the Service Provider with terms at least as restrictive and
protective of Apple as those set forth herein. Any actions undertaken by any such Service Provider
in relation to the Service and/or arising out of this Agreement shall be deemed to have been taken
by You, and You (in addition to the Service Provider) shall be responsible to Apple for all such
actions (or any inactions). In the event that any actions or inactions by the Service Provider could
constitute a violation of this Agreement or otherwise cause any harm, Apple reserves the right to
require You to cease using such Service Provider.

3. Institution’s Obligations

Institution represents and warrants that:

(a) Institution’s authorized representative (i) is at least eighteen (18) years old or the legal age of
majority in Your jurisdiction, whichever is greater and (ii) has the right and authority to enter into
this Agreement on its behalf and to legally bind Institution to the terms and obligations of this
Agreement;

(b) All information provided by Institution to Apple (or to its Authorized Users or Permitted Users)
in connection with this Agreement or use of the Service (including the Apple Software) will be
current, true, accurate, supportable and complete; and, with regard to information Institution
provides to Apple, Institution will promptly notify Apple of any changes to such information;

(c) Institution will monitor and be responsible for its authorized representatives’, Administrators’,
Service Providers’, Authorized Users’, Permitted Users’, and Permitted Entities’ use of the Service
and their compliance with the terms of this Agreement;

(d) Institution will be solely responsible for all costs, expenses, losses and liabilities incurred, and
activities undertaken by Institution, its authorized representatives, Administrators, Service
Providers, Authorized Users, Permitted Users, Permitted Entities, and Authorized Devices, in
connection with the Service;

(e) Institution is solely liable and responsible for ensuring compliance with all privacy and data
protection laws (e.g., Regulation (EU) 2016/679 of the European Parliament and of the Council of
27 April 2016 on the protection of natural persons with regard to the processing of Personal Data
and on the free movement of such data, and repealing directive 95/46/EC (“GDPR”)) regarding the
use of the Service and use or collection of data, including Personal Data, and information through
the Service;

(f) Institution is responsible for its activity related to Personal Data (e.g., safeguarding, monitoring,
and limiting access to Personal Data, preventing and addressing inappropriate activity, etc.); and
(g) Institution will comply with the terms of and fulfill Institution’s obligations under this Agreement.
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4. Changes to Service Requirements or Terms

Apple may change the Service or the terms of this Agreement at any time. In order to continue
using the Service, Institution, through its authorized representative, must accept and agree to the
new requirements or terms of this Agreement. If You do not agree to the new requirements or
terms, Your use of the Service, or any part thereof, may be suspended or terminated by Apple.
You agree that Your acceptance of such new Agreement terms may be signified electronically,
including without limitation, by checking a box or clicking on an “agree” or similar button.

5. Indemnification

To the extent permitted by applicable law, You agree to indemnify and hold harmless, and upon
Apple’s request, defend, Apple, its directors, officers, employees, affiliates, independent
contractors and authorized representatives (each an “Apple Indemnified Party”) from any and all
claims, losses, liabilities, damages, expenses and costs, including without limitation attorneys’ fees
and court costs, (collectively, “Losses”) incurred by an Apple Indemnified Party and arising from or
related to any of the following: (a) Your breach of any certification, covenant, obligation,
representation or warranty made in this Agreement; (b) Your use (including but not limited to Your
Service Provider’'s, Administrators’, Authorized Users’, Permitted Users’, and/or Permitted Entity’s
use) of the Service; (c) any claims, including but not limited to any end user claims, about Your
use, deployment or management of Authorized Devices, Device Enrollment Settings, and/or MDM
Servers; (d) any claims, including but not limited to any end user claims, about the provision,
management, and/or use of Authorized Devices, Administrator accounts, Managed Apple
Accounts, or Content, and/or any other use of the Service; and/or (e) any claims regarding Your
use or management of Personal Data. In no event may You enter into any settlement or like
agreement with a third-party that affects Apple’s rights or binds Apple or any Apple Indemnified
Party in any way, without the prior written consent of Apple.

6. Term and Termination

The term of this Agreement shall commence on the date You first accept this Agreement in the
Service and extend for an initial period of one (1) year following the initial activation date of Your
Service account by Apple. Thereafter, subject to Your compliance with the terms of this Agreement,
the term of this Agreement will automatically renew for successive one (1) year terms, unless
sooner terminated in accordance with this Agreement. Apple may terminate this Agreement and/or
Your account if you do not complete the Service enrollment verification process for Your Institution.
Either party may terminate this Agreement for its convenience, for any reason or no reason,
effective thirty (30) days after providing the other party with written notice of its intent to terminate.

If You fail, or Apple suspects that You have failed, to comply with any of the provisions of this
Agreement, Apple, at its sole discretion, without notice to You may: (a) terminate this Agreement
and/or Your account; and/or (b) suspend or preclude access to the Service (or any part thereof).
Apple reserves the right to modify, suspend, or discontinue the Service (or any part or content
thereof) at any time without notice to You, and Apple will not be liable to You or to any third-party
should it exercise such rights. Apple may also terminate this Agreement, or suspend Your rights
to use the Services, if: (a) You fail to accept any new Agreement terms as described in Section 4;
or (b) You or any entity or person that directly or indirectly controls You, or is under common control
with You (where “control” has the meaning defined in Section 10.8), are or become subject to
sanctions or other restrictions in the countries or regions where the Service is available. . You
acknowledge and agree that You may not be able to access the Service upon expiration or
termination of this Agreement and that Apple reserves the right to suspend access to or delete data
or information that You, Your Administrators, Authorized Users, Permitted Entities, or Permitted
Users have stored through Your use of the Service. You should review the Documentation prior to
using any part of the Service and make appropriate back-ups of Your data and information. Apple
will not be liable or responsible to You or to any third party should it exercise such rights or for any
damages that may result or arise out of any such termination or suspension. The following

Apple Business Manager Agreement Page 8



provisions shall survive the termination of this Agreement: Section 1, the second sentence of
Section 2.9, Section 2.10, the second sentence of Section 2.11, Section 3, Section 5, the second
paragraph of Section 6, and Sections 7, 8, 9, and 10.

7. DISCLAIMER OF WARRANTIES

YOU EXPRESSLY ACKNOWLEDGE AND AGREE THAT, TO THE EXTENT PERMITTED BY
APPLICABLE LAW, YOUR USE OF, OR INABILITY TO USE, THE SERVICE, OR ANY TOOLS
OR FEATURES OR FUNCTIONALITY ACCESSED BY OR THROUGH THE SERVICE, IS AT
YOUR SOLE RISK AND THAT THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT IS WITH YOU.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE SERVICE IS PROVIDED
“AS IS” AND “AS AVAILABLE” WITH ALL FAULTS AND WITHOUT WARRANTY OF ANY KIND,
AND APPLE, ITS DIRECTORS, OFFICERS, EMPLOYEES, AFFILIATES, AUTHORIZED
REPRESENTATIVES, AGENTS, CONTRACTORS, RESELLERS, OR LICENSORS
(COLLECTIVELY REFERRED TO AS “APPLE” FOR THE PURPOSES OF SECTIONS 7 AND 8)
HEREBY DISCLAIM ALL WARRANTIES AND CONDITIONS WITH RESPECT TO THE SERVICE,
EXPRESS, IMPLIED OR STATUTORY, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES AND/OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY, QUIET ENJOYMENT, TITLE, AND
NON-INFRINGEMENT OF THIRD-PARTY RIGHTS.

APPLE DOES NOT GUARANTEE, REPRESENT OR WARRANT AGAINST INTERFERENCE
WITH YOUR USE OR ENJOYMENT OF THE SERVICE, THAT THE FEATURES OR
FUNCTIONALITY CONTAINED IN, OR SERVICES PERFORMED OR PROVIDED BY, THE
SERVICE WILL MEET YOUR REQUIREMENTS, WILL BE SECURE, THAT YOUR USE OF OR
THAT THE OPERATION OF THE SERVICE WILL BE UNINTERRUPTED OR ERROR-FREE,
THAT DEFECTS OR ERRORS WILL BE CORRECTED, THAT THE SERVICE WILL CONTINUE
TO BE MADE AVAILABLE, THAT THE SERVICE WILL BE COMPATIBLE OR WORK WITH ANY
THIRD PARTY SOFTWARE, APPLICATIONS, CONTENT, OR THIRD PARTY SERVICES OR
ANY OTHER APPLE PRODUCTS OR SERVICES, OR THAT ANY DATA OR INFORMATION
STORED OR TRANSMITTED THROUGH THE SERVICE WILL NOT BE LOST, CORRUPTED,
DAMAGED, ATTACKED, HACKED, INTERFERED WITH OR SUBJECT TO ANY OTHER
SECURITY INTRUSION. YOU AGREE THAT FROM TIME TO TIME APPLE MAY REMOVE THE
SERVICE FOR INDEFINITE PERIODS OF TIME OR MODIFY, SUSPEND, DISCONTINUE, OR
CANCEL THE SERVICE AT ANY TIME, WITHOUT NOTICE TO YOU.

YOU FURTHER ACKNOWLEDGE THAT THE SERVICE IS NOT INTENDED OR SUITABLE FOR
USE IN SITUATIONS OR ENVIRONMENTS WHERE THE FAILURE OR TIME DELAYS OF, OR
ERRORS OR INACCURACIES IN THE CONTENT, DATA OR INFORMATION PROVIDED BY OR
THROUGH THE SERVICE COULD LEAD TO DEATH, PERSONAL INJURY, OR SEVERE
PHYSICAL OR ENVIRONMENTAL DAMAGE, INCLUDING WITHOUT LIMITATION THE
OPERATION OF NUCLEAR FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION
SYSTEMS, AIR TRAFFIC CONTROL, LIFE SUPPORT, OR WEAPONS SYSTEMS.

NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY APPLE OR AN APPLE
AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY NOT EXPRESSLY STATED
IN THIS AGREEMENT. SHOULD THE SERVICE PROVE DEFECTIVE, YOU ASSUME THE
ENTIRE COST OF ALL NECESSARY SERVICING, REPAIR, OR CORRECTION.

8. LIMITATION OF LIABILITY
TO THE EXTENT NOT PROHIBITED BY APPLICABLE LAW, IN NO EVENT SHALL APPLE BE
LIABLE FOR PERSONAL INJURY, OR ANY INCIDENTAL, SPECIAL, INDIRECT OR
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CONSEQUENTIAL DAMAGES WHATSOEVER, INCLUDING WITHOUT LIMITATION,
DAMAGES FOR LOSS OF PROFITS, CORRUPTION OR LOSS OF DATA OR INFORMATION,
FAILURE TO TRANSMIT OR RECEIVE ANY DATA OR INFORMATION, BUSINESS
INTERRUPTION OR ANY OTHER COMMERCIAL DAMAGES OR LOSSES ARISING OUT OF
THIS AGREEMENT AND/OR YOUR USE OR INABILITY TO USE THE SERVICE, EVEN IF
APPLE HAS BEEN ADVISED OR IS AWARE OF THE POSSIBILITY OF SUCH DAMAGES AND
REGARDLESS OF THE THEORY OF LIABILITY (CONTRACT, TORT, OR OTHERWISE), AND
EVEN IF APPLE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO
EVENT SHALL APPLE’S TOTAL LIABILITY TO YOU FOR ALL DAMAGES (OTHER THAN AS
MAY BE REQUIRED BY APPLICABLE LAW IN CASES INVOLVING PERSONAL INJURY)
EXCEED THE AMOUNT OF FIFTY DOLLARS ($50.00). THE FOREGOING LIMITATIONS WILL
APPLY EVEN IF THE ABOVE STATED REMEDY FAILS OF ITS ESSENTIAL PURPOSE.

9. Data Privacy and Security

9.1 Personal Data Usage and Disclosure

Under this Agreement, Apple, acting as a data processor on Your behalf, may receive or have
access to Personal Data, if provided by You or on Your behalf. By entering into this Agreement,
You instruct Apple to process and use this Personal Data to provide and maintain the Service in
accordance with applicable law, Your instructions given through the use of the Service (e.g.,
instructions given through the Service), and any other written instructions given by You that are
accepted and acknowledged in writing by Apple, and Apple shall only process the Personal Data
on such documented instructions, unless required to do so by law, in such case, Apple shall inform
You of that legal requirement before processing, unless that law prohibits such information on
important grounds of public interest. Apple may provide Personal Data to Sub-processors who
provide services to Apple in connection with the Service. You authorize Apple to use all the Apple
entities set forth in the definition of “Apple” as Sub-processors and to use any other Sub-
processors; provided such Sub-processors are contractually bound by data protection obligations
at least as protective as those in this Agreement. The list of Sub-processors is available at
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf. If a Sub-
processor fails to fulfil its data protection obligations, Apple shall remain liable to You for the
performance of that Sub-processor’s obligations to the extent required by applicable law.

9.2 Data Incidents

If Apple becomes aware that Personal Data has been altered, deleted, or lost as a result of any
unauthorized access to the Service (a “Data Incident”), Apple will notify Institution without undue
delay if required by law, and Apple will take reasonable steps to minimize harm and secure the
data. Notification of, or response to, a Data Incident by Apple will not be construed as an
acknowledgment by Apple of any responsibility or liability with respect to a Data Incident. Institution
is responsible for complying with applicable incident notification laws and fulfilling any third-party
obligations related to Data Incident(s). Apple will not access the contents of Personal Data in order
to identify information subject to any specific legal requirements.

9.3 Security Procedures; Compliance

Apple shall use industry-standard measures to safeguard Personal Data during the transfer,
processing, and storage of Personal Data as part of the Service. As part of these measures, Apple
will use commercially reasonable efforts to encrypt Personal Data at rest and in transit; ensure the
ongoing confidentiality, integrity, availability and resilience of the Service; in the event of an issue,
restore the availability of Personal Data in a timely manner; and regularly test, assess, and evaluate
the effectiveness of such measures. Apple will take appropriate steps to ensure compliance with
security procedures by its employees, contractors and Sub-processors, and Apple shall ensure that
any persons authorized to process such Personal Data comply with applicable laws regarding the
confidentiality and security of Personal Data with regards to the Service. Encrypted Personal Data
may be stored at Apple’s geographic discretion. To the extent Apple is acting as a data processor,
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Apple will assist You with ensuring Your compliance, if applicable, with the following: (a) Article 28
of the GDPR or other equivalent obligations under law (by making available all necessary
information; by allowing for and contributing to audits (provided, that Apple Inc.’s ISO 27001 and
ISO 27018 certifications shall be considered sufficient for such required audit purposes) and by
informing You, as required by applicable law, if, in Apple’s opinion, any of Your instructions infringes
the GDPR or other European Union or European Union Member State data protection provisions);
(b) Article 32 of the GDPR or other equivalent obligations under law (including implementing the
security procedures set forth in this Section 9.3 and by maintaining the ISO 27001 and ISO 27018
Certifications); (c) Articles 33 and 34 of the GDPR or other equivalent obligations under law (by
assisting You with providing required notice of a Data Incident to a supervisory authority or data
subjects); (d) Articles 35 and 36 of the GDPR or other equivalent obligations under law requiring
Institution to conduct data protection impact assessments or to consult with a supervisory authority
prior to processing; (e) an investigation by a data protection regulator or similar authority regarding
Personal Data; and (f) Your obligation to respond to request for exercising data subject’s rights
under the GDPR or other equivalent obligations under law, taking into account the nature of the
processing by appropriate technical and organizational measures, insofar as this is possible. The
Service is not designed, intended, or capable of providing or supporting important, critical, or non-
critical information and communication technology (“ICT”) services that are subject to legal,
regulatory, or other requirements under the Digital Operational Resilience Act — Regulation EU
2022/2554 (“DORA”) or similar laws, regulations, or frameworks. The Service is expressly
excluded for any obligations, liabilities, or claims arising from the failure, disruption, or inadequate
performance of these or similar ICT services, particularly where compliance with operational
resilience standards mandated by DORA or comparable laws, regulations or frameworks in other
jurisdictions is required. Apple shall inform You if, in its opinion, it can no longer meet its obligation
under the California Consumer Privacy Act (CCPA) or other applicable data protection laws and
regulations.

9.4 Data Access and Transfer; Termination; Institution as Processor

If required by law, Apple will ensure that any international data transfer is done only to a country
that ensures an adequate level of protection, has provided appropriate safeguards as set forth in
applicable law, such as those in Articles 46 and 47 of the GDPR (e.g., standard data protection
clauses), or is subject to a derogation in Article 49 of the GDPR. Such safeguards may include the
Model Contract Clauses as executed by Apple, or other data transfer agreements, which You agree
to enter into if required by Your jurisdiction, as executed by Apple at
https://www.apple.com/legal/enterprise/datatransfer/. Apple’s international transfer of Personal
Data collected in participating Asia-Pacific Economic Cooperation (APEC) countries abides by the
APEC Cross-Border Privacy Rules (CBPR) System (http://cbprs.org/) and Privacy Recognition for
Processors (PRP) System (http://cbprs.org/) for the transfer of Personal Data. In case of questions
or unresolved concerns about our APEC CBPR or PRP certifications, our third-party dispute
resolution provider (https://feedback-form.truste.com/watchdog/request) can be contacted. Apple
is not responsible for data You store or transfer outside of Apple’s system. Upon termination of
this Agreement for any reason, Apple shall securely destroy Personal Data stored by Apple in
connection with Your use of the Service within a reasonable period of time, except to prevent fraud
or as otherwise required by law. To the extent that Institution enters into this Agreement as a data
processor for a Permitted Entity, Institution represents and warrants that Institution is entering into
this Agreement on behalf of itself, and, to the limited extent set forth herein, such Permitted Entity.
Institution represents that it has the applicable consents from such Permitted Entity to enter into
this Agreement and to engage Apple as a sub-processor on such entity’s behalf, and is responsible
to Apple for any claims from such Permitted Entities with respect thereto. Apple shall not disclose
any Personal Data in such a manner as to constitute a “sale” or “sharing” (as those terms are
defined in the CCPA or any similar concept in other data protection laws) of Personal Data nor shall
Apple engage in any processing activity in connection with this Agreement that would constitute a
“sale” or “sharing” of Personal Data.
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9.5 Access to Third Party Products and Services

If You choose to access, use, download, install, or enable third party products or services that
operate with the Service but are not a part of the Service, then the Service may allow such products
or services to access Personal Data as required for the use of those additional services. Certain of
those third party products or services may also provide access to Personal Data to Apple, such as
if You allow Your Authorized Users to sign into the Service through federated identity providers.
You are not required to use such additional products or services in relation to the Service, and Your
Administrator may restrict the use of such additional products or services in accordance with this
Agreement. Prior to accessing, using, downloading, installing, or enabling third party products or
services for use with a Managed Apple Account, You should review the terms, policies and
practices of the third party products and services to understand what data they may collect from
Your Authorized Users, how the data may be used, shared and stored, and, if applicable, whether
such practices are consistent with any consents You have obtained.

9.6  Other

Apple may disclose Personal Data about You if Apple determines that disclosure is reasonably
necessary to enforce Apple’s terms and conditions or protect Apple’s operations or users.
Additionally, in the event of a reorganization, merger, or sale, Apple may transfer any and all
Personal Data You provide to the relevant party. THIS DISCLOSURE DOES NOT APPLY TO THE
DATA COLLECTION PRACTICES OF ANY CONTENT (INCLUDING THIRD-PARTY APPS).
PRIOR TO PURCHASE OR DOWNLOAD OF CONTENT AS PART OF THE SERVICE, YOU
SHOULD REVIEW THE TERMS, POLICIES, AND PRACTICES OF SUCH CONTENT. In the
event Apple receives a third-party request for Personal Data (“Third-Party Request”), Apple will
notify You, to the extent permitted by law, of its receipt of the Third-Party Request, and notify the
requester to address such Third-Party Request to You. Unless otherwise required by law or the
Third-Party Request, You will be responsible for responding to the Request.

10. General Legal Terms

10.1  Third-Party Notices

Portions of the Apple Software or the Service may utilize or include third-party software and other
copyrighted material. Acknowledgements, licensing terms and disclaimers for such material are
contained in the electronic documentation for the Service or applicable part thereof, and Your use
of such material is governed by their respective terms.

10.2 Other Collection and Use of Data

Apple and its affiliates and agents may collect, maintain, process and use diagnostic, technical,
usage and related information, including but not limited to unique system or hardware identifiers,
cookies or IP addresses, information about Your and Your Authorized Users’ use of the Service,
Your MDM Server, Device Enrollment Settings, computers, devices, system and application
software, and other software and peripherals, that is gathered periodically to facilitate the provision
of services to You related to the Service, to provide, test and improve Apple’s devices and services,
for internal purposes such as auditing, data analysis, and research to improve Apple’s devices,
services, and customer communications, to facilitate the provision of software or software updates,
device support and other services to You (if any) related to the Service or any such software, for
security and account management purposes, and to verify compliance with the terms of this
Agreement. Data collected pursuant to this Section will be treated in accordance with Apple’s
Privacy Policy, which can be viewed at: http://www.apple.com/legal/privacy.

10.3 Assignment

This Agreement may not be assigned, nor may any of Your obligations under this Agreement be
delegated, in whole or in part, by You by operation of law, merger, or any other means without
Apple’s express prior written consent and any attempted assignment without such consent will be
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null and void.

10.4 Press Releases and Other Publicity; Relationship of Parties

You may not issue any press releases or make any other public statements regarding this
Agreement, its terms and conditions, or the relationship of the parties without Apple’s express prior
written approval, which may be withheld at Apple’s discretion. This Agreement will not be construed
as creating any agency relationship, or a partnership, joint venture, fiduciary duty, or any other form
of legal association between You and Apple, and You will not represent to the contrary, whether
expressly, by implication, appearance or otherwise. This Agreement is not for the benefit of any
third parties.

10.5 Notices

Any notices relating to this Agreement shall be in writing. Notices will be deemed given by Apple
when sent to You at the email address or mailing address You provided during the sign-up process.
All notices to Apple relating to this Agreement will be deemed given (a) when delivered personally,
(b) three business days after having been sent by commercial overnight carrier with written proof
of delivery, and (c) five business days after having been sent by first class or certified mail, postage
prepaid, to this Apple address: Apple Inc., Apple Developer Legal (Apple Business Manager), One
Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. You consent to receive notices by email
and agree that any such notices that Apple sends You electronically will satisfy any legal
communication requirements. A party may change its email or mailing address by giving the other
written notice as described above.

10.6 Severability

If a court of competent jurisdiction finds any clause of this Agreement to be unenforceable for any
reason, that clause of this Agreement shall be enforced to the maximum extent permissible so as
to affect the intent of the parties, and the remainder of this Agreement shall continue in full force
and effect. However, if applicable law prohibits or restricts You from fully and specifically complying
with the Sections of this Agreement entitled “Service Requirements”, or “Institution’s Obligations”
or prevents the enforceability of any of those Sections, this Agreement will immediately terminate
and You must immediately discontinue any use of the Service.

10.7 Waiver and Construction

Failure by Apple to enforce any provision of this Agreement shall not be deemed a waiver of future
enforcement of that or any other provision. Any laws or regulations that provide that the language
of a contract will be construed against the drafter will not apply to this Agreement. Section headings
are for convenience only and are not to be considered in construing or interpreting this Agreement.

10.8 Export Control

You may not use, export, re-export, import, sell or transfer the Service or Apple Software, or any
part thereof, except as authorized by United States law, the laws of the jurisdiction in which You
obtained the Service or Apple Software, and/or any other applicable laws and regulations. In
particular, but without limitation, the Service and the Apple Software may not be exported or re-
exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s
list of Specially Designated Nationals or the U.S. Department of Commerce’s Denied Persons List
or Entity List or any other restricted party lists. By using the Service or Apple Software, You
represent and warrant that You are not located in any such country or on any such list. You also
agree that You will not use the Service or Apple Software for any purposes prohibited by United
States law, including, without limitation, the development, design, manufacture or production of
nuclear, missile, chemical or biological weapons.

You represent and warrant that You and any entity or person that directly or indirectly controls
You, or is under common control with You, are not: (a) on any sanctions lists in the countries or
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regions where the Service is available, (b) doing business in any of the US embargoed countries
or regions, and (c) a military end user as defined and scoped in 15 C.F.R § 744. As used in this
Section 10.8, “control” means that an entity or person possesses, directly or indirectly, the power
to direct or cause the direction of the management policies of the other entity, whether through
ownership of voting securities, an interest in registered capital, by contract, or otherwise.

10.9 Government End-users

The Service, Apple Software, and Documentation are “Commercial Products”, as that term is
defined at 48 C.F.R. §2.101, consisting of “Commercial Computer Software” and “Commercial
Computer Software Documentation”, as such terms are used in 48 C.F.R. §12.212 or 48 C.F.R.
§227.7202, as applicable. Consistent with 48 C.F.R. §12.212 or 48 C.F.R. §227.7202-1 through
227.7202-4, as applicable, the Commercial Computer Software and Commercial Computer
Software Documentation are being licensed to U.S. Government end-users (a) only as Commercial
Products and (b) with only those rights as are granted to all other end-users pursuant to the terms
and conditions herein. Unpublished-rights reserved under the copyright laws of the United States.

10.10 Dispute Resolution; Governing Law

Any litigation or other dispute resolution between You and Apple arising out of or relating to this
Agreement, the Apple Software, or Your relationship with Apple will take place in the Northern
District of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive
venue in the state and federal courts within that District with respect any such litigation or dispute
resolution. This Agreement will be governed by and construed in accordance with the laws of the
United States and the State of California, except that body of California law concerning conflicts of
law. Notwithstanding the foregoing:

(a) If You are an agency, instrumentality or department of the federal government of the United
States, then this Agreement shall be governed in accordance with the laws of the United States of
America, and in the absence of applicable federal law, the laws of the State of California will apply.
Further, and notwithstanding anything to the contrary in this Agreement (including but not limited
to Section 5 (Indemnification)), all claims, demands, complaints and disputes will be subject to the
Contract Disputes Act (41 U.S.C. §§601-613), the Tucker Act (28 U.S.C. § 1346(a) and § 1491), or
the Federal Tort Claims Act (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), as
applicable, or other applicable governing authority. For the avoidance of doubt, if You are an
agency, instrumentality, or department of the federal, state or local government of the U.S. or a
U.S. public and accredited educational institution, then Your indemnification obligations are only
applicable to the extent they would not cause You to violate any applicable law (e.g., the Anti-
Deficiency Act), and You have any legally required authorization or authorizing statute;

(b) If You are a U.S. public and accredited educational institution or an agency, instrumentality, or
department of a state or local government within the United States, then (i) this Agreement will be
governed and construed in accordance with the laws of the state (within the U.S.) in which You are
domiciled, except that body of state law concerning conflicts of law; and (ii) any litigation or other
dispute resolution between You and Apple arising out of or relating to this Agreement, the Apple
Software, or Your relationship with Apple will take place in federal court within the Northern District
of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive venue
of such District unless such consent is expressly prohibited by the laws of the state in which You
are domiciled;

(c) If: (i) subject to 10.10(d) below, the Apple entity providing the Service to you, as set forth in the
definition of “Apple”, is Apple Distribution International Ltd.; or (i) You are an international,
intergovernmental organization that has been conferred immunity from the jurisdiction of national
courts through Your intergovernmental charter or agreement, then the governing law shall be the
laws of England & Wales and any dispute or claim arising out of or relating to this Agreement, or
the breach thereof (including whether the claim is contractual, based on contract, warranty, tort or
public policy rules), shall be determined by arbitration under the Rules of Arbitration of the
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International Chamber of Commerce (the “ICC Rules”) in effect at the time of applying for arbitration
by three arbitrators appointed in accordance with such rules. Any arbitration shall be conducted
according to the International Bar Association (IBA) Rules on the Taking of Evidence in
International Arbitration. The place of arbitration shall be London, England. The arbitration shall be
conducted in English. Where relevant and upon Apple’s request, You agree to provide evidence of
Your status as an intergovernmental organization with such privileges and immunities; and

(d) If You are domiciled in a European Union country, or in Iceland, Norway, Switzerland, or the
United Kingdom, the governing law and forum shall be the laws and courts of the country of domicile
of the Apple entity providing the Service, as applicable, as set forth in the definition of “Apple”.

This Agreement shall not be governed by the United Nations Convention on Contracts for the
International Sale of Goods, the application of which is expressly excluded.

10.11 Entire Agreement; Governing Language

This Agreement constitutes the entire agreement between the parties with respect to the Service
contemplated hereunder and supersedes all prior understandings and agreements regarding its
subject matter. For the avoidance of doubt, nothing in this Agreement supersedes the EULAs for
the Apple Software. This Agreement may be modified only: (a) by a written amendment signed by
both parties, or (b) to the extent expressly permitted by this Agreement (for example, by Apple by
notice to You). Any translation of this Agreement is provided as a courtesy to You, and in the event
of a dispute between the English and any non-English version, the English version of this
Agreement shall govern, to the extent not prohibited by local law in Your jurisdiction. If You are a
government organization within France, the following clause applies: The parties hereby confirm
that they have requested that this Agreement and all related documents be drafted in English. Les
parties ont exigé que le présent contrat et tous les documents connexes soient rédigés en anglais.

10.12 Acceptance

Institution acknowledges and agrees that by clicking on the “Agree” or similar button or by checking
a box, Institution, through its authorized representative, is accepting and agreeing to the terms and
conditions of this Agreement.

LYL204
14 April 2025
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